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Chapter 1: Introduction

The Web-Based Promise Array Management Web (WebPAM) software
is an application designed specifically for monitoring and managing
Promise Technology RAID products. Promise includes RAID
management utilities with many of its products, including:

+ UltraTrak SX4000/SX8000
- UltraTrak RM4000/RM8000/RM15000
«  SuperTrak 100/SX6000

Promise includes RAID management utilities with many of its products.
But those utilities run on a personal computer with an internal RAID or
one attached to it.

WebPAM, however, uses Web-Based Enterprise Management (WBEM)
technology to run over a local area network or the internet to make
possible secure RAID monitoring and management from any computer,
using a standard Internet browser. This allows you to monitor your
RAIDs from virtually any location and to take care of them over your
network.

WebPAM Components

There are three components to WebPAM:

Internet Browser — Netscape Navigator 6.0 or higher or Internet
Explorer 5.0 or higher. The browser allows you to connect to the Utility
Server through a network or Internet connection. The browser provides
a Graphic User Interface (GUI) that reports on the condition of the RAID
array.

The GUI receives and displays reports on RAID condition and operation
through the Utility Server. From any location, including the Internet and
your company intranet, you can perform RAID maintenance and
corrective action. At your option, you may use Secure Sockets Layer
(SSL) security over the Internet, within your intranet or both.

Utility Server — The Utility Server is the link connecting a Browser PC
with the CIMOM Agent. Normally, the Utility Server runs on a network
file server but it can also run on a networked PC. Its functions include
maintaining the database and security. Only one Utility Server
installation is required on your network.
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CIMOM Agent — The CIMOM Agent runs on the PC that controls the
RAID (RAID PC). It directly monitors the RAID and sends messages
through the Utility Server to all connected browser PCs. CIMOM stands
for Common Information Model (a protocol) Object Manager (server
software that implements the protocol).

How They Work Together

The Promise Array Management Web Utility (WebPAM) utility provides
an easy way to set up, monitor and modify your RAID. Web PAM works
with the Promise SuperTrak card and UltraTrak RAID subsystem.

WebPAM watches the RAID and when significant events happen, or it
discovers a problem, the Agent sends a warning to the Utility Server.
The Utility Server passes the warning along to all connected browser
PCs.

Warnings appear on the PC in the form of email messages and popup
alerts. You can select which events and problems PAM will report via
email.

A major benefit of WebPAM is that it runs over the Internet. This enables
remote monitoring and configuring of your RAIDs, across the room,
across town or across the country.

Important

Once you become aware of a problem, go to a networked
PC on your company's intranet or to the RAID PC to take
corrective action. If you have more than one RAID PC on
your network, WebPAM will indicate which one has the
problem.
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WebPAM Installation Options

Following are some examples of ways you can incorporate WebPAM
into your network and RAID systems.

Laptop computer
+

Internet browser

Home-based PC
+

Internet browser

Router & Firewall

Aworked PC
+

Internet browser

Network File Server
+

Utility Server

Com ‘an LAN )
U pany J
=
=5 B
RAID PC with PC with SuperTrak card
UltraTrak RAID Subsystem & Internal RAID array
+ +
CIMOM Agent CIMOM Agent

Figure 1. An example of LAN and Internet connections.

In the example above, there are two Promise RAID products connected
to the company’s LAN. The CIMOM Agent runs on each of the RAID
PCs. The Utility Server runs on the company’s file server. An Internet
browser runs on each networked PC and also on remote PCs
connecting to the company network through the Internet. With this
arrangement, you can monitor and configure RAID condition and activity
from offsite, such as a hotel room or home office.

3
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A networked PC A networked PC
+ +
Internet browser Internet browser,

Utility Server

Company LAN

o

PC with SuperTrak card RAID PC and UltraTrak
+ RAID Subsystem
CIMOM Agent +
CIMOM Agent

Figure 2. An example of a Company LAN without a File Server.

In the above example, there are two Promise RAID products connected
to the company’s LAN, the same as before. But this network has no file
server, so the Utility Server runs on one of the networked PCs. An
Internet browser runs on both networked PCs. If this LAN were
upgraded with a suitable router and an Internet connection, you could
set up offsite monitoring as in Figure 1.




Chapter 2: Installation

To install Web-Based Promise Array Management (WebPAM) software
is an uncomplicated procedure, once you understand your systems and
how you want to use WebPAM. The purpose of this Chapter is to help
you plan and carry out your installation of WebPAM.

By way of review, WebPAM consists of two components:

- Utility Server

- CIMOM Agent

Although it does not come with the WebPAM software package, your
Internet Browser provides the means for you to monitor and configure

your Promise RAID products using WebPAM. You may use the most
recent versions of either Internet Explorer or Netscape Navigator.

Installation Locations

The table below shows possible locations for each of the three main
Web PAM components.

Internet Utility CIMOM
Browser Server Agent
Internet-connected PC .
Network PC . .
Network File Server . .
RAID PC . . .

Table 1. Acceptable Web PAM Component Installation Locations.

Utility Server

The Utility Server installs onto a networked PC or a networked server.

Only one installation of the Utility Server is required for WebPAM to
work over a network. Do NOT install the Utility Server on more than one
network PC or file server. Multiple installations will interfere with setup
and monitoring over the network.

Do not install the Utility Server on any PC that may be disconnected
from the network, such as a laptop or a computer that connects via the
Internet. Not only will a disconnect cause WebPAM to fail, but
reconnecting again may involve time-consuming network configuration.

Network configuration is discussed later in this chapter.

5
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Laptop computer
+

Internet browser

Home-based PC
+

Internet browser

Router & Firewall

A networked PC
+

Internet browser

Network File Server
+

Utility Server

@ Compény LAN

7

=9
=i __]
==

— ——

RAID PC with
UltraTrak RAID Subsystem
+

CIMOM Agent

PC with SuperTrak card
& Internal RAID array
+

CIMOM Agent
Figure 3. Networked RAID has many installation options.

CIMOM Agent

The CIMOM Agent installs on the RAID PC, whether your RAID is

networked or not. In order for WebPAM to monitor and manage a RAID,
it must have the CIMOM Agent installed.

If you have more than one PAM-compatible RAID PC on your network,
install a copy of the CIMOM Agent on all of them.
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Operating System Support

WebPAM is a utility designed to run on top of previously installed
SuperTrak and UltraTrak RAID products. Generally, if your PC runs the
SuperTrak or UltraTrak properly, it will run WebPAM also. Note,
however, that this version of WebPAM does not run on Linux.

Promise Technology recommends Windows NT 4.0, 2000 and XP
Professional to take full advantage of all the features of WebPAM.

Network Requirements

Since WebPAM is designed for network operation, be sure all the hosts
and servers are connected and running. Each of the PCs, RAIDs and
Servers must have a working network connection before you can
configure WebPAM.

Before you start...

If you are installing WebPAM to run over a network, obtain the IP
addresses or Hostname of the PC where the Utility Server will be
installed. See Appendix B for help in finding a PC’s IP Address and
Hostname.

Important

If you currently have Promise Array Manager (Windows PAM) on
your computer, completely remove it before installing WebPAM.
Failure to do so will result in incompatibility problems.

WebPAM installs Java Runtime Environment (JRE) 1.4 on your system.
If you currently have JRE or Java Development Kit (JDK) versions 1.2.2,
1.3.0 or 1.4, WebPAM will use the existing JRE rather than installing a
second one.

If you are planning to use other applications that rely on JRE or JDK,
always install JRE or JDK first before you install WebPAM. WebPAM will
then detect the installed JRE or JDK.

For computers that will remotely monitor and manage the RAID, the
Internet Browser is the only software required. Do not install other
WebPAM components on these computers.
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Install WebPAM

With that information ready, follow these steps to install PAM on each
computer or server:

1. Boot the PC/server and launch Windows.
If the computer is already running, exit all programs.

2. Insert WebPAM Install CD into your CD-ROM drive.

3. Double-click on the Install CD’s icon to open it. &E

4. Double-click on the Installer icon to launch it (right). EP A
up E

Y& Promise WebPAM

Intreduction

M Introduction InstallAnywhere will guide you through the installation of Prorise
WehPAM

Itis strongly recommended that you guit all programs befare
continuing with this installation.
Click the Mesxt' button to proceed to the next screen. Ifyou want to
change something on a previous screen, click the Previous' button.

‘ou may cancel this installation at any time by clicking the ‘Cancel’
hutton.

Cancel -

Figure 4. WebPAM Introduction Screen.

5. When the Introduction screen appears, click the Next button.
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¥l Promise WebPAM

License Agreement

7 Introduction Installation and Use of Promise WebPAM Requires Acceptance of

A License Agreem the Following License Agreement:

B 0OEM SOFTWARE USAGE AND DISTRIBUTION LICENSE i‘
AGREEMENT

*#*IMPORTANT: By opening this package or
installing, distributing or using the S0FTWARE, wyou
agree to the terms of this Agreement. Do not open
this package until you have carefully read and
agreed to the following terms and conditions. If
you do not agree to the terms of this Agreement,
prowptly return the unopened package.

% 1accept the terms of the License Agreement

™ 1 de MOT aceept the terms of the Lcense Agreement

Cancel Previous Next

Figure 5. WebPAM License Agreement.

6. When the License Agreement appears, click the “l accept the
terms...” radio button, then click the Next button.

If you do not accept the terms of the Agreement, the installation will
stop.

V& Promise WebPAM |Z”E\gl
SSL Security Options

™ Introduction WBEM has the ability to be installed with or without Secure Sockets

™ License Agn Layer (S50L) suppor.
™ SEL Security Optiohs This sefting can be changed at anyime.
» Please read the WebPAM User's Manual for additional information

Flease read manual for further information.

[~ Internal 550 Security
[ External 551 Security

Cancel Previous »

Figure 6. SSL Security Options Screen.

7. When the SSL Security Options screen appears, you may check
either Internal or External Security, both or neither.
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Warning_;

If you select internal security during one installation, you
must select internal security for every installation on your
other computers, otherwise WebPAM won’t work properly.

Both Security features use the Secure Sockets Layer (SSL) method
of encryption. SSL is a well-proven method of securing transactions
used extensively for e-commerce and confidential transactions on
the Internet. With security installed, you log in using Hypertext
Transfer Protocol Secure (HTTPS).

External — Applies security to all connections involving the Internet
or outside your company firewall.

Internal — Applies security on your internal network or inside your
company firewall. If you select Internal, all PCs on your network
running WebPAM must have this option installed.

Security options are invisible to authorized users. At the same time,
they ensure that users are who they say they are, information about
your RAID remains confidential, and commands and data traveling
over the network are not altered in any way.

Promise Technology provides a default certificate for the server as
well as for internal data communication. However, in some cases it
is always better to install and verify your own certificate for the
webserver. And, and if possible, verify certificate by certificate
authority like Verisign or Thwate. See your MIS Administrator for
guidance.

Click the Next button when you have made your choices.

10
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&l Promise WebPAM @li‘@

Select WebPAM Components
7 Inroc gl CIMOM Agent- The Camman Informatian Model Object ~
I License Agreement hianager (CIMOM) Agent is the component that interacts with
= 551 Security Options the Promise RAID contraller or RAID Sub-system and
- broadeasts messages to the Utility Server. The CIMOM Agent
WebPAM Compaonents must be installed locally 1o the PCIServer wherever the RAID
] controller andior RAID Sub-system is installed or attached
3 Utility Server - The Utility Server is the component that links the
L Browser to the CIMOM Agent. The Utility Server only needs to e
™ installed once on the netwark. Utility Server can be installed an
q a PCGerver with or without a RAID contraller or Storage et
Select WebPAM Components
[~ Utility Server
W {CIMOM Agent
Cancel Previous Mext

Figure 7. Select WebPAM Components Screen.

8. When the Select WebPAM Components screen appears, choose
whether to install the Utility Server or CIMOM Agent software.

Utility Server — Install the Utility Server on a networked PC or a file
server. If there is no network connection to the RAID PC, install the

Utility Server on the RAID PC.

Install only ONE instance of the Utility Server on your

network.

Be sure the PC running the Utility Server will remain
powered and connected to the network at all times, in
order to provide uninterrupted monitoring of your RAID

system.

CIMOM Agent — This software runs on the RAID PC.

want to monitor.

You must install the CIMOM Agent on every RAID PC that you

Click the Next button when you have made your choices.

1
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] Promise WebPAM

Select Management Port

7 Introduction Management Port is the way WehPAM communicates with your
™ License Agreement UltraTrak SubSystemis)
= SSL Security Options Chooge SCSI iTyou plan to manage more than one UltraTrak from
) ‘ the same Host PC.Choose Serial if you prefer to manage your

\WebPAM Components UltraTrak through the Host PC comport. You can only manage one
7 Select Management Port UltraTrak using this method
]
L}

& 5CsI

L]
® " Serial
]

Caneel Previous

Figure 8. Select Management Port Screen.

9.

If you chose to install the CIMOM Agent, the Select Management

Port screen will appear. Choose between SCSI or Serial.

SCSI - Allows the RAID PC to manage multiple UltraTraks through
the SCSI Bus. This function requires additional settings. See page

16 and Appendix C of this manual for more information.

Serial — Allows the RAID PC to manage only one UltraTrak through

the RS232 Serial Port and Null Modem cable.
Check the Next button when you are finished.

12
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&l Promise WebPAM @li‘@

Utility Server Information

7 Inrocgliss Flease enter the requested Information into the fields below.
™ License Agreement
= 881 Security Options | [Email Server - This fleld designates the email server through
E | |whichthe email messages will be sericed through
WebPAM Components o | texample: mail.domain.com).
7 Utility Server Information
® Email Sender - This field identifies the origin of the YBEM
ermail notification features (example:
L raidsystem@domain.com).
L]
L}
Ermnail Server mail.promise.com
Email Sender danield@promise.com

Figure 9.  Utility Server Information Screen.

10. When the Utility Server Information screen appears, enter the
requested network addresses. Ask your IT Administrator for help in
obtaining this information if necessary.

Notes

You must enter correct information for Email Server and
Email Sender or the installation will not proceed.

See Appendix B of this manual for help in finding the IP
address of a networked computer.

Email Server — Type in the name of your company’s email server.

Email Sender — Type in the email address of the person
responsible for maintaining the RAID. This address will be the return
address on all email notifications sent from the RAID PC to all
recipients.

Click the Next button when you are finished.

13
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&l Promise WebPAM

Choose Install Folder

7 Introduction, Where Would You Like to Install?
™ License Agreement. |C WyehPAM
™ B5L Security Options

Restore Default Folder Choose, .,
7 WebPAM Components

0 Utility Server Information 1
M Choose Install Folder

L}
L]
a
Cancel Previous

Figure 10. Choose Install Folder Screen.

11. When the Choose Install Folder screen appears, make your
selection of a folder for the WebPAM applications you are installing.
The default folder is C:\WebPAM.

If you want a different folder, type its location and click the Choose...
button.

If you change your mind and want the default location, click on the
Restore Default Folder button.

Click the Next button when you are finished.

14
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&l Promise WebPAM

WebPAM Installation Configuration
7 Introduction Please Review the F Before C
™ License Ag“r‘eeme Utility Server ﬂ
7 B5L Security Options selected
' WebPAM Components
" CIMOM Agent
1 Utility Server Information 1
selected
' Choose Install Folder
& Installation Configuration Email Sender
] danield@promise.com
"
Email Server
mail.promise.com
Disk Space Information (for Installation Target):
Required: 74,265,259 ytes
Available: 17,118,941,184 frytes -
Caneel Previous i

Figure 11. WebPAM Installation Configuration Screen.

12. When the WebPAM Installation Configuration screen appears, take
a moment to review your choice of install folder and the available
disk space on the target hard drive.

- If you need to make changes, click the Previous button to return
to the Install Folder screen.

- If you are satisfied with the proposed installation, click the Install
button.

% Promise WebPAM

Install Complete

7 Introduction

' License Agreement.

Congratulations! Promise YWebPAM has been successfully installed
to CliehPAM

' S5L Security Options
7 WebPAM Components
7 Utility Server Information 1

' Choose Install Folder
7 Installation Configuration
7 Installing

7 Install Complete

]

1) For INTRAMET, take internallP/hostname and
2) Far INTERMET, take externallP/domain Name

To startthe software, open the computer's Browser.

For 35L Enahled Server, type the following in the Browser's address
bar:
hitpg:ifinternal IP ar external IP1.8443/promise

Fornon-S5L Enabled Server, type the following in the Browser's
address bar:
hitp:Alinternal IP or external IP:20E0ipromise

i

Figure 12. Install Complete Screen.
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When the Install Complete screen appears, the installation process is
finished. Click the Finish button to go to the Promise Registration
website.

WebPAM to UltraTrak Connections

In order to use WebPAM to manage your UltraTrak arrays, the RAID PC
must be properly connected to the UltraTrak unit. There are two ways to
do this:

RS232 Serial Port — This method communicates through the Serial
Ports on the RAID PC and UltraTrak (see below). It allows for only one
UltraTrak to be managed per RAID PC. If you choose this method,
connect the Null Modem Cable before you install and configure
WebPAM.

SCSI Bus — This method communicated through the SCSI bus using In-
Band SCSI technology. You can manage multiple UltraTraks with this
connection method. If you choose this method, you must:

Install the RAID Console driver from the UltraTrak CD
*  Run UltraTrak Firmware Build 13 or later
« Enable the SCS/ Base Mgt option on UltraTrak

Refer to the UltraTrak User Manual and Appendix C of this manual for
further information.

SCSI Input

\ Connector
A

®

N
. @ ® @
B -
Lo L) e

®

®

SCSI Cable from Serial (DB-9) Null Modem Cable

Host SCSI Port Connector from Host Serial Port

Figure 13. RM15000 SCSI and Serial Connections

This completes the WebPAM installation. Go on to Chapter 3, Initial
Setup.

2.
6')O

g
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Uninstalling WebPAM

If it ever becomes necessary to delete WebPAM, there is a Utility to do
this for you. Go to the directory:

C:\WebPAM\UninstallerData
and double-click on the uninstall icon (below).
[ )

i‘ﬂ} Windows MT Caormand Scripk
1kE

Notes

During uninstall process, the uninstall program will not
remove some critical log files which contain important
information, such as who created/deleted array on what
date/what time on which Hosts, etc.

17



WebPAM User Manual

18



Chapter 3: Initial Setup

After you have completed your WebPAM installation, you must setup
Browser to work with your RAID.

Before you start, collect the IP addresses or Hostnames of the Utility
Server PC and all of the RAID PCs.

Appendix B of this manual describes how to locate a PC’s hostname
and IP address.

The first time you connect to the Utility Server, you must log in as the
Administrator and type in the Administrator’'s password. If this
requirement presents a security concern, have the System Administrator
perform the initial connections.

Initial Log-in

Figure 14. Browser Icons on the Desktop.

1. Launch your Browser.

23 about: blank - Microsoft Internet Explorer,

File Edit ‘iew Favorites Tools Help i ,‘
'y — TR \ 23
] ] ™ ) - i i <) v e
> > \ﬂ \ELI | - Search ¢ Favorites @ Media Q‘n a2 =
Address @ about:blank, V| Go | Links **

= Netscape 6
. File Edit Wiew Search Go Bookmarks Tasks Help

@ Q @ @ IIO),( |[‘~3g5earch]I Cfgo

Type address here”

L

Figure 15. Browser Address Fields, Internet Explorer (top) and
Netscape Navigator (bottom).

2. In the Browser address field, type in the IP Address or Hosthame of
the Utility Server PC, as explained below.

19
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Note: If your network has a DHCP server, Promise recommends that
you specify the Hostname, rather than the IP Address, when creating a
new Host (RAID PC). See Appendix B of this manual for more
information.

Regular Connection

- WebPAM uses an HTTP connection ...........cc.......... http://
« Use either the IP Address .......ccccceevcvvennne 192.168.1.108

or Hosthname ..., webserver1
« Indicate the Port number ..........ccccoovciiiiiiiic, :8080
« Add promise to launch WebPAM ..........ccccoeeee. /promise

Together, your entry looks like these:
http://192.168.1.108:8080/promise
http://webserver1:8080/promise

Note that when you are using an IP Address from an external
connection, such as over the Internet, you will use a different IP Address
than you would over the company’s LAN. See your MIS Administrator
for help in establishing external access. This requirement applies to
regular and secure connections.

Secure Connection
If you installed a security option (see Chapter 2), use a secure login.

«  WebPAM uses a secure HTTP connection ........... https://
« Use either the IP Address ........ccccceevneeenns 192.168.1.108

or Hosthame ... webserver1
« Indicate the Port number ..........cccccoeciiiiiiiiini, :8443
« Add promise to launch WebPAM ........................ /promise

Together, your entry looks like these:
https://192.168.1.108:8443/promise
https://webserver1:8443/promise

Note that the IP Address and Hosthame shown above are only
examples. The IP Address and Hostname you type in will be different.
Using a Hosthame

In order to use a Hostname rather than an IP address, your network
must have a Domain Name System (DNS) Server and the DNS Server
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must have a record of the Hostname you plan to use. See your MIS
Administrator for information about your network.

2l Promise WebPhM - Microsoft Internet Explorer

Elle Edit Miew Favorites Tools Help ff

eBack - s |ﬂ @ % /:" Search l‘:j‘\_z)FaVDritES @Media e} E:' :_7

Address @ hty

. Go  Links

73:8443 promise{Logout. jspHogout=true

| Language | Contactus

Promise Array Manager

Login ID administrator

Sign in

© 2002 Promise Technology Inc. All rights reserved.
Logout Successful,

&] Done 2 & mkernet

Figure 16. WebPAM Login Screen.

3. When the opening screen appears, log in as administrator and type
in the default password, which is password. The click on the Sign in
button.

Important

Immediately after installation, change the Administrator’s
password. Make the change User Management.

Each user you create will have his/her own login and
password.

21



WebPAM User Manual

Note

Make a Bookmark (Netscape Navigator) or set a Favorite
(Internet Explorer) of the Login Screen so you can access
it easily next time.

After sign-in, the WebPAM opening screen appears.

23 hitps:/f192.168.1.173: 8443/ promise/serviet/VerifyUser?language=English - Microsoft Internet Explorer ‘ZHE”zl
Fle Edt View Favorites Tools Help [

Qe - () B @ ) pSEarEh *Favﬂr\tas @ veda ) Eﬁ- E\g L)
Address @https: 1.173:8443/pramiseserviet [VeriFyUsertlanguage=English b4 Go ks >*

PROMI | language | View | cContactus | LogOut Help

L
TECHNOLOGY, INC.

£ Administrator Tools ’ o e Welcome to Weh based Promise Array
ﬂUser e 4 Management Utility (MebPAM)

’ Host Managernent - L isan -t software i to
§ Utility Configuration - simplify RAID storage management. WebPAM is

3 specifically designed for Promise ATA RAID
controller cards and external storage subsystemns.
WebPAM can configure, manage or monitor
Promise RAID products remotely from a web
browser from amywhere in the world.

2002 Promise Technology Inc. A1 rights reserved
£ AL |
@ Done 2 B meemet

Figure 177. WebPAM Opening Screen.

4. Click on Administrator Tools to display the menu. At this point, you
can see the WebPAM Interface.
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3 hitps:4/192.168.1.173:8443/promise/htmTree. jsp?method=show_hide - Microsoft Internet Explorer (=03
ar

Fle Edi Vew Favortes Took Help

Qe - @ - (%] [B] @ O sacn Slproomss @reds €8 (- 12 J
Address | ] hitps: 1 Tree.j \ hide v Beo ks ?

| Language | view | Contactus | Logout | Help |

192.168.1.173

[ ConvertAmay || Expand Array | [ Synchronzation Senecule || Rebuild Aray | [ Synchronze Amay |

Buser Management
8 Host Management DArray
== utility Configuration T SRR
-] RAID Made RAIDS (Rarity Distributed)
ER UltraTrak RM4000_0
Bl pisk view
B cH1:Maxtor 9136004
B cHz:samsuNG Sw2nazH Array Stetus Functional
B cHa:samsUNG swanazH R
I Cre5AMSUNG Swz042H Management Window
+BE array view
EZ nrRYL
+ Enclosure view
& Enclosurel

Black Size: BaKE
Array Size 36321 GB (37193 MB)

[ & wea Fen 19 16:54:31 pST 2003 |

Evert hlame Time: Host hame Product ‘

Event Frame (Optional)

IgnmE S @ Internet
Figure 18. WebPAM Interface.

The WebPAM user interface has two main views and one optional view:

Tree View — Displays the elements of your RAID system. It works like
Windows Explorer with hierarchical menus. You can expand individual
items to see their components.

Management Window — Displays functions of the component selected
in Tree View and the choices you can make to manage it. Most of your
work is done in this window.

Event Frame — This view is optional. Click on the View in the Promise
window (not the Browser) to show the Event Frame. The Event Frame
displays detailed information on each RAID event as it happens. You
can use this as a record to monitor changes such as array initialization
and rebuilding, as well as any processes that may have failed to
execute.

The first time you log in to WebPAM, there will be no Users or RAIDs on
the system. Promise recommends creating the Host(s) first, then
Creating the User(s).
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Create a New Host (RAID PC)

From the Welcome screen (see Figure 16), click on the Host
Management button. The Host Management List appears.
PROMISE" |8

TECHNOLOGY, INC, |

\ " |

| Language | View | Contactus | LogOut | Help |

Host Management
Host managerment is to ad ete or maodify various hosts within the
utility.
Deelete Selatiion

Figure 19. Host Management List.

ﬂLIser Managerent
Q Host Management
= utility Configuration

1. To add a new Host, click the Add Host button (above). The Host
Information screen appears.

Host Management - Host Information -
Host Name or [P

Acdress 192.188.1.173

UltraTrak

SuperTrak |:|

Submit | Reset

Figure 20. Host Information Screen.

2. Type in the Hostname or IP Address of the Host (RAID PC) you
want to add.

3. Check the appropriate box to indicate which Promise product the
Host controls, an UltraTrak or a SuperTrak.

4. When you are done, click the Submit button.

Host Management
Host managermentis to add, delete or modify various hosts within the
utility.

Hostis added successiully.

Select for Deletion  Host Hame View Host

L} 1.192163.1473 192165.1.173

Figure 21. New Host added.

The new Host is added to Host Management and also appears in the
Tree View.
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Create a New User
To add a user:

1. Click the User Management button (below). The User List appears.
Initially, there is only an account for the Administrator.

ome User Management i
r 2 User Management is mana nt of User Profiles for the Utility.
gLIser Management Frorn here, Administratar ¢ Eate, delete, modif any user of this utility.

Q Host Management

=22 Utility Configuration
g Select for Deletion User Hame Edit User
»

1. administrator administrator

Figure 22. User List.

2. Click the Create User button (above). The Create User panel

User Management - Create User
I — David [fhao
(4-20 numbers andior letters)
[ITTIT]
Passward
(6-8 numbers andior letters)
“erify Password sessee
A33ign Email Natification
Creation Delstion Matification
Host Mame: Mairtenance Rights
Hiost Management Rights Rights | Right Right
1921681173

Figure 23. Create User Panel.

3. Type in the first User's name, password and password confirmation.
To receive email alerts, check the Assign Email Notification box.
Check the permissions this User will have. Any combination of:

« Array Creation

« Array Deletion

« Array Maintenance

- Event Notification (in the Event Frame
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Note

If no Hosts (RAID PCs) have been created yet, no
machines will appear in the permissions list.

You can add and change the permissions later.

4. Click the Submit button when you are done.

If you checked Email Notification above, when you click the Submit
button, you will see the Event Selection screen.

Create User - Select Events

[ Felp |

Email Address davidz@promise.com

Ermail Matification

Critical Events [JanEvents

[ controller Event
Hotification

[ contralier Unknowwn Error

[Jconnection Event
Hotification

CutraTrak Connection

Connected [CJUtraTrak Connection Lost

["Ipisk Event Hotification

Disk Down
Dizk Media Error

[[] Array Event Hatification

[T Array Rebuild Start

Array Critical

.l Array Synchronization
Completed

] Array Percent Completed

Array Synchronization
Comparizon Error

Array Expansion Conversion

Ahorted
Array Rebuild Failed

[JEnclosure Event
Hotification

Enclosure Powver Down

Enclosure Over Temperature

Enclosure 5 Yol Range

[ bisk Plugged In
Disk SM.ART. Failed

.l Array Synchronization
Start

Aray Offling
[contraller Creste Array

[ array Rebuid Abarted

Array Expansion
Caonversion Failed

[CJEnclosure Fower Up

Enclosure Fan Stop

Submit | Reset

D Disk Access Retry

[ pisk ECC Error

[ contraler Delete Array

D Array Rebuild Completed

] Array Expand Convert

D Array Synchronization
Ahorted

Array Synchronization
Failect

Enclosure Unknawn
Errar

Enclosure 12 Yolt Range

Figure 24. Event Selection Screen.

Select the events you want reported via email. To save time and
effort, check Critical Events or All Events.

26



Chapter 3: Initial Setup

The Critical Events include:

» Disk Down

» Disk Media Error

+ Disk SMART Failed
« Array Critical

« Array Synchronization
Compare Error

« Array Offline

Enclosure Power Down

Enclosure Over
Temperature

Enclosure 5 Volt Range
Enclosure Fan Stop
Enclosure Unknown Error
Enclosure 12 Volt Range

5. When you are finished selecting Events, click the Submit button.

User Management

User hanagernent is management of User Profiles for the utility
Frorm here, Administrator can create, delete, modify any user of this utility.

| Help |

Select for Deletion

User Hame

O 1. David Zhao

2. administrator

Edit User

David Thao

administrator

Figure 25. New User Added.

The new User appears under User Management.
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Access a Host

The WebPAM CIMOM Agent resides on the RAID PC and sends the
monitoring data to the Utility Server and on to the Browser. In Tree

View, a newly created Host looks like this:

P2
§User Managernent
g Host Management
=2 Utility Configuration
b8
UltraTrak RM4000_0
Bl Disk view
CH1:Maxtor 9138004
CHZ SAMSUNG SWz042H
CH3:SAMSUNG SVYZ042H
CH4 SAMSUNG SWz042H
’@ Array Wiew
B aRrRYL
¢ Enclosure Wiew
A Enclosurel

Figure 26. Host in Tree View.

Each host is identified by an icon S and its IP Address or Hostname.
Below it, the Controller appears. A host (RAID PC) is made up of:

UltraTrak Controller — The Promise RAID Product

@ SuperTrak Controller — The Promise RAID Product

B Disk View — Shows all hard drives, assigned or not

£ Array View — Shows all arrays for this Controller

<4 Enclosure View — Monitors status of external RAID enclosures
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Create an Array

1. Click on the Array View B icon. In the Management window, all

arrays belonging to this controller appear.

192.168.1.173

[ Folp_|

Create Array || Delete Array

Mo Array Found.

Figure 27. Management Window With Array View Selected.

2. Click on Create Array tab in the Management window (above). The
Create Array window appears.

192.168.1.173 - Create Array

Array Mame Arryl

RAID Level RAIDG b

[ Help |

Block Size 64 kb b

Gigabyte
BT Enabled v

Initizlize Array

Free Disks Used Disks
CHE: 35266 MB CH3: 39266 MB
CH4: 35266 MB CHZ: 39266 MB
Disks: CH1: 39266 MB

Submit | Reset

Figure 28. The Create Array Window.
3. Type in an Array name, select RAID level and Block Size, enable or
disable Gigabyte Boundary, check or uncheck Initialize Array.
See Appendix A of this manual for information on RAID Levels, the
required number of Disk Drives and RAID controller capabilities.
Notes

The available RAID selection depends on which

Promise product you have and the number of disk
drives available.

« The default Block size is 64KB.
Promise recommends checking Initialize Array.
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4. Select the Free Disks you want to use and click the >> button or
double-click on the disks to move them to the Used Disks field.

5. Click the Submit button when you are finished. A popup message
appears indicating the array was created (below).

Microsoft Internet Explorer @

! Create a new array Arryl.
LY

Figure 29. Array Created Message.

The Event Window will show the new Array. If you checked the Initialize
Array box, the Array Status will display the process of initialization.

192.168.1.173

Create Array Delete Array

Array Name Array Status RAID Mode Array Size

Ayl Functional RAIDS (Parity Distributed) 37252GB

Figure 30. The New Array in the Management Window.

6. After Array Status shows Functional:

« If you are running a SuperTrak, reboot your computer.

- If you are running an UltraTrak, no rebooting is necessary.
Your new RAID array must be partitioned and formatted by the RAID

PC’s operating system before use. Use the same method of partitioning
and formatting on an array as you would any other fixed disk.
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View Event Log

The Event Window shows events as they happen. It is not the same as

the Event Log, however. To see the Event Log:

1. In Tree View, click on the Host =] icon for the RAID PC whose log
you want to see.

2. In the Management Window, click on the View LogFile button.

192.168.1.173 - Log File [

Ewents per page: |5 ¥

Thu Feh 20 15:45:28 PST 2003 Create & newe array Areyl .

Thu Feb 20 15:45:28 PST 2003 Synchronization begun for Array Areyl
Thu Feb 20 15:45:27 PST 2003 administrator crested array Arryt

Thu Feb 20 08:31:18 PST 2003 UtraTrak connection is established
Thu Feb 20 08:30:20 PET 2003 There is no UltraTrak connection.

=- Previous Events Mext Events ==

Figure 31. The LogFile.

In the LogFile window, you can view all events pertaining to an
individual Host (RAID PC). Click the Previous Events and Next Events
buttons to see the entire contents. The LogFile is saved automatically.
You must log in as the Administrator in order to delete the Lodfile. To
delete it, click the Delete LogFile button.

Logging Out
There are two ways to log out of WebPAM:
« Close your browser window
- Click Logout on the WebPAM banner

PRONIIISE_I .; | Language | view | Contactus Log Out Help

TECHNOLOGY, INC. |

Figure 32. WebPAM Banner.

After logging out, you must enter your password to log in again. Clicking
Logout brings you back to the Login Screen.
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Chapter 4: WebPAM User Interface

This chapter describes WebPAM’s Graphic User Interface (GUI). You
should understand that WebPAM is software running on top of the
Promise RAID BIOS and other applications that came with your Promise
RAID product. WebPAM adds a graphic user interface to make RAID
management functions easier to understand and perform.

2 https:/#/192.168.1.173:8443/promise/htmiiTree. jsp?method-show_hide - Microsoft Internet Explorer FEX
Fle Edt Yew Favoritss ook Help &
Qe - O \ﬂ @ A ;WSEsmh \;":(Favmite; @ reds £ (- ; |

address | ] https://192.168.1.173: m ! hide v B ks

| Language | view | Contactus | LogOut | Help |

192.168.1.173

[ Convertaray | [ Expand Array | [ Synchronzation Schedule | [ Rebuild Array || Synchronze Artay |
ABuser management
B Host Management CAmay
=Eoutility Configuration P a1
RAID Mas: RAIDS (Party Distriited)
ER ultratrak RMann0_o —— -
»B pisk view
I Crasmaxtor 9136004 sy Sze 36,321 GB (37153 HB)
[ cHz:samMsunG svzo4zH Airay StauS Functions!
[ cHa:samsunG swzoazn .
e s Management Window
'EE Arrsy View
BB aRRYL

+&4 Enclasure View
A Encinsurel

[ wed Feb 19 16:54:31 ST 2003 |

Evert Name: Time: Host Name Prociuct ‘

Event Frame (Optional)

<

Igmne 2 @ mterner

Figure 33. The WebPAM Interface.

You can resize these windows by passing your mouse over the dividers.
When the cursor changes to a double-arrow (<), click and drag the
divider to the desired position.

If the content of a view or window is larger than the area you assigned,
scroll bars will appear to inform you and enable you to see all the
contents.
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Tree View

The Monitor window is the user interface for WebPAM. It has three
views: Tree View, Management Window and Event Window which were
introduced in Chapter 3. The Tree View displays all of the elements of
your RAID system. Use it to navigate to specific components.

L=
UltraTrak RM4000_0
vB Disk view
B3 cH1imaxtor 9136004
m CHZ:SAMSUNG SV2042H
m CH3:SAMSUNG SWZ042H
m CH4: SAMSUNG SV2042H
'@ Array Wiew
@ Arryl
@ SAMSUNG SW2042H
m SAMSUNG SV2042H
@ SAMSUNG SW2042H
v Enclosure View
4 Enclosurel

Figure 34. An example of a RAID system in Tree View.

Management Window

The Management Window is your interface point with WebPAM. Al
control functions are done there. The Management window is always
visible but its contents change depending on which item you have
selected in the Tree.

Administration Tools
» 2

gUser Managernent
g Host Management
=20 Utility Configuration

Figure 35. Administration Tools List.

When you click on the Administration Tools 2 icon, the Management
list displays three choices:

« User Management

«  Host Management

- Utility Configuration

Only the Administrator sees Utility Configuration.
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Use these functions to add and delete Users and Hosts (RAID PCs)
from your system, as well as changing User permissions and other

parameters.

User Management

User Management

| Help |

User hanagernent is management of User Profiles for the utility
Frorm here, Administrator can create, delete, modify any user of this utility.

Select for Deletion

]

User Hame
1. David Zhao

2. administrator

Edit User
David Thao

administrator

Figure 36. User Management Window.

Click the User Management button under the Administration Tools. This
window allows you to add and delete users. Double-click on the user
name in the Edit User column to modify rights and email notification for

that user.

Host Management

Host Management

utility.

Host management is to add, delete or modify various hosts within the

[ FHelp |

Hostis added successfully

Select for Deletion

O

Host Hame

1.192168.1.173

View Host

1921661173

Figure 37. Host Management Window.

Click the Host Management button under Administration Tools. This
window displays a list of Hosts (RAID PCs) configured to this WebPAM

installation.

Click on the hypertext link to see an individual Host.

Host Management - Ladify User Rights for this host i
DHost Hame : 192.168.1.173
T Products : UltraTrak

A f A g Maintenance . A "
User Hame Creation Rights  Deletion Right pne Hotification Right
David Zhao
acministratar

Reset

Figure 38. User Rights for an individual Host.
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This window provides access information on an individual Host (RAID
PC) and editing user permissions.

Utility Configuration

Only the Administrator can see this button.
Configuration is useful to view and setup/change various parameters for
the utility like refreshing time, logfile path, email sender/server/subject

etc.
Utility Configuration
Utility Configuration will not update dynamically.
Please restart service on the WehServer Host for changes to take effect,
. " Digplay email of the person from vwhom every email
Email Sender raidsystem@promise . com Ratification is sending ot
Email Server mail promise.com Digplay name of the Email Server.
Email Subject Email Motitication from Pror Dlsp\.ay SRR L B bl
sending out.
Evert Frame Refresh Time |9 =ecs Display Refreshing time of the evert frame
Reset
Figure 39. Utility Configuration Window.

Note

If you change configuration parameters, you must restart
the web server to make them effective.

+  Email Sender — When WebPAM sends an email notification, this
name will appear as the sender.

- Email Server — Name of the email server on your network.
- Email Subject — The subject line of the email notification.

«  Event Frame Refresh Time — Time in seconds that the event frame
is refreshed with the latest information.

After making your changes, click the Submit button. As noted in the
window, you must restart your webserver for the changes to take effect.
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Host

192.168.1.173

oy File:

User Management

Host Information

Host Matne DANNEL-DELL
IP Address 1821681173
Operating System Microsoft Wincdows XP Professionsal

Damain

Promise Software Information

CIM Provicler Version Pramize Pravider Framewark Version 1.0
Litility CIMOR Yersion Storage MNetwork Industry Association (SMA) Java CIMOM 0.7

Figure 40. Host Window.

Click on a Host & icon in Tree View to see the Host window. From this
window, you can see Host and Promise software information, and view
the Logfile. Chapter 5 discusses how to perform these functions.

The Administrator sees the User Management button and can jump to
that function. Chapter 5 discusses how to perform these functions.

Controller

Click on the Controller or ‘@ icon to see the Controller window. This

window displays hardware and software information about the Controller
(Promise RAID product).

Click Set Lock to temporarily lock the Controller while performing
maintenance on the RAID without interruption from other users.

Be sure to click Release Lock when you are done.

192.168.1.173 192.168.1.173
[ Contraller Functions | | Cantraller Functions |
D
3 Software Information 10 Controller Information
F¥ Version 11045 Status Functional
{0 Hardware Information Channel Number &
Processor Intel 960 R
Memary Size 128 MB
Memory Type SDRAM
IDE Channel Count 4

Figure 41. Controller Window: UltraTrak (left), SuperTrak (right).

Under each Controller, there is a Disk View, an Array View and an
Enclosure View. There may be one or more items in each group as
explained below.

Only the Administrator sees the Release All Locks button.
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Disk View

192.168.1.173

Channel Mumher
1

3
4

Disk Model

Maxtor 9136004
SAMSUNG SY2042H
SAMESUNG Sv2042H
SAMSUNG Sw2042H

Disk Size

12678 GB
13.009 GB
18.008 GB
19.009 GB

Disk Status
Functional
Functional
Functional

Functional

Figure 42. Disk View Window.

A Disk Group refers to all the hard drives under a single Controller.
These drives may or may not be part of a RAID.

To see this window, click on the Disk View i icon.

Disk View Disks

192.168.1.173

Disk Information

Disk Model

Disk Status

Disk Size

Mode Setting
Azsignment
Channel Mumber
ShART. Status

blador 9136004
Functional

12,673 GB (12932 MB)

LDMA4

Disk Free

1

ot available

Figure 43. Disk View Disk Window.

To see individual disks, click on their icons kil below the Disk View icon.
This window displays manufacturer name and model number of the disk
drive, its current status, size in megabytes, DMA mode, whether the disk
is assigned to a RAID, which Controller channel it is using and SMART

status.

Array View

192.168.1.173

Create Array

Delete Array

Array Name

Arryl

Array Status

Functiaral

RAID Mode

RAIDS (Parity Distributed)

Array Size

37.252 GB

Figure 44.

Array View Window.

An Array View consists of all the arrays under one controller.

Click on the Array View B icon to display the arrays in the Array View
window. From this point, you can create and delete arrays, check array

status and see the array size in megabytes.
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Array

192.168.1.173

ConvertArray || Expand Array || Synchronization Schedule || Rebuild Array
Synchronze Array

D Array Information

Array Name Arryt

RAID Mode RAIDS (Parity Distributed)
Block Size B4 KB

Array Size 37.252 GB (35146 MB)
Array Status Functional

Figure 45. Array Window.

Click on the Array B icon to display the details of a single array. From
this point, you can convert, rebuild, synchronize and expand the array.
You can also see array name, RAID mode, block size in kilobytes, array
size in megabytes and its current status.

Array Disks

192.168.1.173

D Disk Information

Disk Model SAMEUNG v2042H
Disk Status Functional

Disk Size 19.009 GB (19465 MB)
Mocde Setting LDMAS

Azsignment Disk Assigned
Channel Mumber 2

SMART. Status ot available

Figure 46. Array Disk Window.

The Array Disk window displays the same information as the Disk View
Disk window. The difference is that Array Disks are assigned to this
specific array, whereas Disk View Disks may belong to any array or
none.

Enclosure View
192.168.1.173

Mame Status Enclosure Type

Enclozurel Functional UtraTrak Rhi4000

Figure 47. Enclosure View Window.
An Enclosure View refers to all RAID enclosures under one Host.

Click on the Enclosure View £ icon to see this window. It displays all
enclosures by name, status and type (Promise UltraTrak model).
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Enclosure

192.168.1.173

D Enclosure Information

Enclosure Type UttraTrak RM4000 ﬁ

Fanl - 5454 rpm
Fan Speed (rpm) Fan2 - 5275 rpm r
(normal range==2000 rpm) Fan3 - 5334 rpm
Fand - 5384 rpm
2 @
e T3AF § 23000 @

(normal range ==52°C) [zt e e

TE.6°F i 26.0°C

Power Status 124 n
(1.8 W==normal range==12.96 %) 122w g__ - _ﬂ_

Power Status 54 = _ﬂ_
(4.75 \==normal range==5.25 ) | ¥ = -

Figure 48. Enclosure Window.

Click on an Enclosure ¢4 icon to see the Enclosure Window. This
window displays the:

Enclosure Type — Lists the model of enclosure, in this case an
UltraTrak RM4000.

Fan Speeds — Each drive in the enclosure has a cooling fan. Above
2,000 rpm is normal speed. When a fan turns slowly or stops, it requires
attention.

Temperature — 30°C (86°F) is normal. Each sensor displays a reading.
If the temperature climbs above 52°C (124°F), it may be due to a broken
fan or blocked cooling passages and requires attention.

Power Status — Shows the voltages of the 12- and 5-volt circuits inside
the enclosure. If these voltages are above or below specification, there
may be a problem with the power supply.

The next Chapter contains explanations of how to perform specific
tasks.

Event Window

The Event Window is your monitoring point with WebPAM. All RAID
functions are reported here as they happen. These include the sameall
events shown in the Event Log and some more events like
synchronization / initialization / rebuilding completed % but they are
limited to the Host (RAID PC) selected in Tree View. The Event Window
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is especially helpful in verifying that your commands are accepted and
watching the progress of each operation.

@ Thu Feb 20 19:38:34 PST 2003

Ewent Mame Time: Hozt Mame Product
Fan error for Enclosure. Thu Feb 20184513 PST 2003 1921651173 UltraTrak
UltraTrak connection is established. Thu Feb 20160229 PST 2003 1921651173 UltraTrak
There is no UttraTrak connection. Thu Feb 20 160218 PST 2003 192.168.1.173  UtraTrak
Create & new array Arryl Thu Feb 20154328 PST 2003 1921681173 UltraTrak
Synchronization begun for Array Arryl Thu Feb 20 154528 PST 2003 1921681173 UtraTrak

Figure 49. Event Window.

Banner

The Banner appears at the top of every WebPAM screen. Click on the
item of your choice to invoke its action.

PRONIIISE .; | Language | View Contact us Log Out Help
TECHND':.DGV, !Nc. !

Figure 50. WebPAM Banner.

Language — Displays a dropdown menu of language choices.
Currently, only English is available though others are planned.

To display non-English characters, you may need to install a language
pack from your Windows CD.

View — Displays the Event Window.

Contact Us — Displays contact information for each Promise
Technologies office.

Logout — Logs you out of your browser connection to the Utility Server
and RAID PC, and returns you to the Login Window.

Help — Displays the Online Help file. Navigate the Help file by clicking
on its hypertext links.
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You can also access the Online Help by clicking on the Help button in

the Management Window

[ Felp

Figure 51. Help Buttons: Banner (left) and Management

Window (right).

@
@

%&Erﬁnise WebPAM Help

Introduction

® User Interface

® Languadge Selection
Admin Tools

& WighPAM Confiquration

& Security
User Management

® Add g Mew User

* Delste a User

* Mlodify User Information
Host Management
Add a New Host
Delete & Host

Wigwy Log File
Hast Managemert Richts

.
.
.
.
Controller

& Locking Mechanism
& Controller Functions:

Disk View
Enclosure Group

& Enclosure (UkraTrak

Array View

® Create Array
# Delete Array

Array

Expand Arvay (UtraTrak
Convert Array (traTrak)
Synchronize Array.
Synchronize Schedule
Fehuild Array

Array Functions (SuperTrak)

Technology Background

Array Status

BAIL Levels

Array Conversion
Gigahvie Boundary
Siripe Block Size

Troubleshooting

® Array Critical

# Evert Ndtification Response
# Enclosure Problem

# Frequertly Asked Guestions

Contact Us

Figure 52. Help topic hyperlinks.

The Banner Help button brings up the Help Contents page with
hyperlinks to individual topics (above). From here you can click on the

topic you want to read.
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The Management View Help button brings up the specific (context
sensitive) Help topic (below).

Add User

User Management - Create User |

User Name

Password

“erify Password

Azsign Email Motification

Host Management Rights

Bill Chang
(4-20 numbers andfor leters)

(5-8 numbers andfor letters)

ssssss

Host MName Creation Rights Deletion Right Maintenance Rights | Motification Right
JAMNETEST |
PTI-HUANG E [}

gu;ar Managernent
g Host Management
=22 Utility Configuration

To create a User:

1. Click Administrator Tools in Tree View,

2. Click on User Management,

3. Inthe right frame, vou will see a list of all current users,

4. Click the Create User button.

5. Enter the new User Name, Passward, Verify Password (same
password),

& If you want to assign Email notification types for this User, check

the Assign Email Notification box.
WebPaM reminds you to select at least one alert notification right.,

You will make your alert notification selections after you click the
Submit button,

7. Check the boxes to select Host Management Rights for this User
on each host. For more information, see Host Management Rights,
8. wWhen you are finished making your selections, click the Submit
button.
o If you don't select Assign Email Notification, you will be

transferred to User Management page, where you can see
the newly created User,

o If you do select Assign Email Notification, you will be

Figure 53. Sample Help topic.
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Chapter 5: RAID Monitoring and
Management with WebPAM

This chapter describes using WebPAM to monitor and manage your
RAID system. The chapter is divided into sections for major WebPAM
components:

Log-in/Log-out
+ Host (RAID PC) Management

User Management
«  Array Management

Controller Management

Disk Management
«  Enclosure Management

Log-in/Log-out
Log-in Over Network or Internet

1. Launch your Browser.

2. In the Browser address field, type in the IP Address or Hosthame of
the Utility Server PC, as explained below.

Note

If your network has a DHCP server, Promise recommends
that you specify the Hostname, rather than the IP
Address, when creating a new Host (RAID PC). See
Appendix B for more information on DHCP servers.

Regular Connection

«  WebPAM uses an HTTP connection .........c............. http://
Use either the IP Address ........ccccoceevieene 192.168.1.108
or Hosthname ..o, webserver1
Indicate the Port number ...........ccoceiiiiiiiii :8080

« Add promise to launch WebPAM ..........cccccceee. /promise

Together, your entry looks like these:
http://192.168.1.108:8080/promise
http://webserver1:8080/promise
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Note that when you are using an IP Address from an external

connection, such as over the Internet, you will use a different IP Address
than you would over the company’s LAN. See your MIS Administrator
for help in establishing external access. This requirement applies to

regular and secure connections.

Secure Connection

If you installed a security option (see Chapter 2), use a secure login.

WebPAM uses a secure HTTP connection ........... https://
Use either the IP Address .........ccccceeeveeeenn. 192.168.1.108
or Hosthame ..., webserver1
Indicate the Port number ..........cccccooeiiiiiiiies :8443
Add promise to launch WebPAM ...........cccccceeee /promise

Together, your entry looks like these:

https://192.168.1.108:8443/promise
https://webserver1:8443/promise

Note that the IP Address and Hostname shown above are only

examples. The IP Address and Hostname you type in will be different.

Using a Hostname

In order to use a Hostname rather than an IP address, your network
must have a Domain Name System (DNS) Server and the DNS Server
must have a record of the Hostname you plan to use. See your MIS

Administrator for information about your network.
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2l Promise WebPhM - Microsoft Internet Explorer
Elle Edit Miew Favorites Tools Help ff

eBack - s |ﬂ @ % /:" Search l‘:j‘\_z)FaVDritES eMedia e} E:

Address | @] https:[{192.168.1.173:8443 promisefLagout.jspogaut=true

PROMI

TECHNOLOGY, INC. |

| Language | Contactus

Promise Array Manager

Login ID administrator

© 2002 Promise Technology Inc. All rights reserved.
Logout Successful,

&] Done 2 & mkernet

Figure 54. WebPAM Login Screen.
3. When the opening screen appears, type in your Login ID and
password. The click on the Sign in button.
The default Login ID and password are administrator and password,
respectively.
Note

Make a Bookmark (Netscape Navigator) or set a Favorite
(Internet Explorer) of the Login Screen so you can access
it easily next time.
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After sign-in, the WebPAM opening screen appears.

p 9 promise/serviet/Ve er?language=Eng DS0 erne plore ]
File Edit Miew Favorites Tools Help sﬁ'
o, A (@) B L‘ sl D
e Back \‘) B @ il\ 7 Search " Favarites 0 Media @ rg =
address [€] https: {192, 165.1.173:8443/promisefservletMerify Liser Hanguage=English v G0 |Links *

\Welcome to Web hased Promise Array
Management Liility (WebhPAM)

dministrator Tooks
B user Management
’ Host Management
=2 Utility Configuration

isan -t software i to
simplify RAID storage management. WebPAM is
specifically designed for Promise ATA RAID
controller cards and external storage subsystemns.
WebPAM can configure, manage or monitor
Promise RAID products remotely from a web
browser from anywhere in the world.

© 2002 Promise Technology Inc. Al rights reserved.

< u_ El

&] Dore S @ mkemet

Figure 55. WebPAM Opening Screen.

Click on Administrator Tools to display the menu. At this point, you can see
the WebPAM Interface.
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3 hitps:4/192.168.1.173:8443/promise/htmTree. jsp?method=show_hide - Microsoft Internet Explorer (=03
ar

Fle Edi Vew Favortes Took Help

Qe - @ - (%] [B] @ O sacn Slproomss @reds €8 (- 12 J
Address | ] hitps: 1 Tree.j \ hide v Beo ks ?

| Language | view | Contactus | Logout | Help |

192.168.1.173

[ ConvertAmay || Expand Array | [ Synchronzation Senecule || Rebuild Aray | [ Synchronze Amay |

Buser Management
8 Host Management DArray
=E-Utility Configuration T e

-] RAID Made RAIDS (Rarity Distributed)
ER UltraTrak RM4000_0
Bl pisk view
B cH1:Maxtor 9136004
B cHz:samsuNG Sw2nazH Array Stetus Functional
B cHa:samsUNG swanazH R
I Cre5AMSUNG Swz042H Management Window
+BE array view
EZ nrRYL
+ Enclosure view
& Enclosurel

Black Size: BaKE
Array Size 36321 GB (37193 MB)

[ & wea Fen 19 16:54:31 pST 2003 |

Evert hlame Time: Host hame Product ‘

Event Frame (Optional)

Ignme S @ mtemet
Figure 56. WebPAM Interface.

The WebPAM user interface has two main views and one optional view:

Tree View — Displays the elements of your RAID system. It works like
Windows Explorer with hierarchical menus. You can expand individual
items to see their components.

Management Window — Displays functions of the component selected
in Tree View and the choices you can make to manage it. Most of your
work is done in this window.

Event Frame — This view is optional. Click on the View in the Promise
window (not the Browser) to show the Event Frame. The Event Frame
displays detailed information on each RAID event as it happens. You
can use this as a record to monitor changes such as array initialization
and rebuilding, as well as any processes that may have failed to
execute.

Log-out

To log out from WebPAM, close your browser window or click on Logout
on the banner. You must supply your password in order to log-in again.
Clicking Logout returns you to the WebPAM Login screen.
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Host Management
Create a New Host

1. Click on the Host Management 8 icon under Administrator Tools.
The Host Management List appears.

| Language | view | Contactus

Log Out Help

Host Management

Host management is to ad ete or modify various hosts within the
utility.
Drzdete Selection

Figure 57. Host Management List.

gUser Management
Q Host Management
§Ut|l|ty Configuration

2. Click the Add Host button (above). The Host Information screen
appears.

Host Management - Host Information

| Help_|

Hast Mame ar IP

Address

UtraTrak

SuperTrak

192.168.1.173
L]

Submit | Reset

Figure 58. Host Information Screen.
3. Type in the Hostname or IP Address of the Host (RAID PC) you
want to add.

4. Check the appropriate box to indicate which Promise product the
Host controls, an UltraTrak or a SuperTrak.

5. When you are done, click the Submit button.

Host Management
Host managementis to add, delete or modify various hosts within the
utility.

Hostis added successfull

Select for Deletion

Host Hame Wiew Host

[ ] 1.192168.1.173 1921681173

Figure 59. New Host added.

The new Host is added to Host Management and also appears in the
Tree View.
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Host User Rights

Host Management

utility.

Hostmanagement is to add, delete or modify various hosts within the

[ Holo

Hostis added successfully.

Select for Deletion  Host Hame

Fl 11821661173

Wiew Host

1921651173

Figure 60. List of Hosts.

1. Click the Host Management S icon under Administration Tools. This
window displays a list of Hosts (RAID PCs) configured to this

WebPAM installation.

2. Click on the hypertext link to see an individual Host.

Host Management - Ladify User Rights for this host i
DHost Hame : 192.168.1.173
T Products : UltraTrak

A f A g Maintenance . A "
User Hame Creation Rights  Deletion Right pne Hotification Right
David Zhao
acministratar

Reset

Figure 61. User Rights for an individual Host.

This window provides access information on an individual Host (RAID

PC) and editing user permissions.

3. Check the permissions this User will have. Any combination of:

« Array Creation
« Array Deletion
« Array Maintenance

- Event Notification (in the Event Frame)

4. When you are done, click the Submit button. The Host Management
window appears again. Your changes take effect immediately.

To restore previous settings before you submit them, click the Reset

button.
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Access a Host (RAID PC)

The WebPAM CIMOM Agent resides on the RAID PC and sends the
monitoring data to the Utility Server and on to the Browser. In Tree
View, a Host looks like this:

» 82
gUser Management
g Host Management
§Uti|ity Configuration
=]
UltraTrak RM4000_0
B Disk view
CH1:Maxtor 9136004
CHZ:SAMSUNG SVYZ042H
CH3ISAMSUNG SWz042H
CH4: SAMSUNG SVYZ042H
’@ Array Wiew
B arRYL
¢4 Enclosure Wiew
A Enclosurel

Figure 62. Host in Tree View.

Each host is identified by an icon 3 and its IP Address or Hostname.
Below it, the Controller appears. A host (RAID PC) is made up of:

UltraTrak Controller — The Promise RAID Product
@ SuperTrak Controller — The Promise RAID Product
Disk View — Shows all hard drives, assigned or not

B Array View — Shows all arrays for this Controller

<4 Enclosure View — Monitors status of external RAID enclosures
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Host (RAID PC) Management Window

To access the Management Window for an individual Host (RAID PC),

click on the Host Q icon in Tree View. The result is a different window
than clicking Host Management described above.

192.168.1.173

oy File:

D Host Information

Host Mame DaMNEL-DELL
IP Adtess 1921651173
Operating System Microsoft Windows XP Professional

Domain

D Promise Software Information

CIM Provider Version Promise Provider Framewark Wersion 1.0
Itility CIMOR Wersion Storage Metweork Industry Associstion (SMA) Java CIWMOM 0.7

Figure 63. Individual Host Management.

From this point, you can:
« View the Lodfile
« Access Host User Rights (Administrator only)

View Event Log

The Event Window shows events as they happen. It is not the same as

the Event Log, however. To see the Event Log:

1. In Tree View, click on the Host =] Icon for the RAID PC whose log
you want to see.

2. In the Management Window, click on the View LogFile button.

192.168.1.173 - Loy File

Ewents per page: |5 ¥

Thu Feh 20 15:45:28 PST 2003 Create & newe array Areyl .

Thu Feb 20 15:45:28 PST 2003 Synchronization begun for Array Areyl
Thu Feb 20 15:45:27 PST 2003 administrator crested array Arryt

Thu Feb 20 08:31:18 PST 2003 UtraTrak connection is established
Thu Feb 20 08:30:20 PET 2003 There is no UltraTrak connection.

=- Previous Events Mext Events ==

Figure 64. The LogFile.

In the LogFile window, you can view all events pertaining to an
individual Host (RAID PC). Click the Previous Events and Next Events
buttons to see the entire contents. The LogFile is saved automatically.

You must log in as the Administrator in order to delete the Lodfile. To
delete it, click the Delete LogFile button.
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Delete a Host (RAID PC)
To delete a Host:

1. Click the Administrator Tools 2 icon in Tree View.
Click the Host Management g icon. The Host List appears.
Host Manhagement

Huost management is to add, delete or modify vatious hosts within the utility.

Select for Deletion Host Hame View Host

1.1921631 173 1921651173

Figure 65. Delete a Host.

2. Under Select for Deletion, click the checkbox of the Host you wish to
delete.
3. Click the Delete Selection button.
Notes
+ WebPAM will remove the link from the RAID PC to your

local browser. This action does not change or delete
the RAID itself.

- If you delete a Host with users assigned to it, the user
rights are also deleted.
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User Management
Create a New User

To add a user:

1. Click the User Management@ icon. The User List appears. Initially,
there is only an account for the Administrator.

ome User Manageiment i
4 Q User Management is mana nt of User Profiles far the utility.
gUser Management Frorm here, Administrator o eate, delete, modify any user of this Utility.

Q Host Management

§Utllltv Configuration
g Select for Deletion  User Hame Edit User
»

1. ackministrator administrator

Figure 66. User List.
2. Click the Create User button (above). The Create User panel

appears.
User Management - Create User
David Ehao
User Mame lZ
(4-20 numbers andior letters)
ssssse
Password
(6-8 numbers sndfor letters)
werify Password [ITITT]
Azzign Email Motification
Hast Mame ;Ire:thnn gglamn Mairtenance Rights :ntlw_fd\catlnn
Host Management Rights i |\ L)
192.166.1.173

Figure 67. Create User Panel.

3. Type in the first User's name, password and password confirmation.
To receive email alerts, check the Assign Email Notification box.
Check the permissions this User will have. Any combination of:

« Array Creation

« Array Deletion

« Array Maintenance

- Event Notification (in the Event Frame)
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Notes

If no Hosts (RAID PCs) have been created yet, no Host
will appear in the permissions list.

You can add and change the permissions later.

4. Click the Submit button when you are done.

If you checked Email Notification above, when you click the Submit
button, you will see the Event Selection screen.

Create User - Select Events

[ Felp |

Email Address davidz@promise.com

Ermail Matification

Critical Events [JanEvents

[ controller Event
Hotification

[ contralier Unknowwn Error

[Jconnection Event
Hotification

CutraTrak Connection

Connected [CJUtraTrak Connection Lost

["Ipisk Event Hotification

Disk Down
Dizk Media Error

[[] Array Event Hatification

[T Array Rebuild Start

Array Critical

.l Array Synchronization
Completed

] Array Percent Completed

Array Synchronization
Comparizon Error

Array Expansion Conversion

Ahorted
Array Rebuild Failed

[JEnclosure Event
Hotification

Enclosure Powver Down

Enclosure Over Temperature

Enclosure 5 Yol Range

[ bisk Plugged In
Disk SM.ART. Failed

.l Array Synchronization
Start

Aray Offling
[contraller Creste Array

[ array Rebuid Abarted

Array Expansion
Caonversion Failed

[CJEnclosure Fower Up

Enclosure Fan Stop

Submit

D Disk Access Retry
[oisk ECC Errar

[ contraler Delete Array

D Array Rebuild Completed

] Array Expand Convert

D Array Synchronization
Ahorted

Array Synchronization
Failect

Enclosure Unknawn
Errar

Enclosure 12 Yolt Range

Figure 68. Event Selection Screen.
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Select the events you want reported via email. To save time and
effort, check Critical Events or All Events.

The Critical Events include:

« Disk Down

» Disk Media Error

« Disk SMART Failed
« Array Critical

« Array Synchronization
Compare Error

« Array Offline

Enclosure Power Down

Enclosure Over
Temperature

Enclosure 5 Volt Range
Enclosure Fan Stop
Enclosure Unknown Error
Enclosure 12 Volt Range

5. When you are finished selecting Events, click the Submit button.

User Management

User hanagernent is management of User Profiles for the utility
Frorm here, Administrator can create, delete, modify any user of this utility.

| Help |

Select for Deletion

User Hame

O 1. David Zhao

2. administrator

Edit User
David Thao

administrator

Figure 69. New User Added.

The new User appears under User Management.
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Delete a User
To delete a User:
1. Click the Administrator Tools 2 icon in Tree View.
2. Click the User Management 4@ icon. The User List appears.
User Management i

User Management is management of User Profiles for the wtility.
From here, Administrator can create, delete, modify any user of this ufility

Select for Deletion User Hame Edit User
1. David Thao David Thao
2. administrator administrator

Figure 70. Delete a User.

3. Click the checkbox of the User you wish to delete.
4. Click the Delete Selection button.
Notes

WebPAM will maintain at least one user with full access,
typically the Administrator. This action prevents you from
being locked out of the application and having to reload it.

Manage User Rights

You setup User Rights for each Host (RAID PC) and each User
individually. A Machine must be created before you can setup User
Rights for it.

1. Click the Administrator Tools 2 icon in Tree View.

2. Click the User Management 4@ icon. The User List appears.
User Mahagement

User hanagernent is management of User Profiles for the utility
Frorm here, Administrator can create, delete, modify any user of this utility.

Select for Deletion User Hame Edit User
O 1. David Zhao David Thao
2. administrator administrator

Figure 71. User List.

3. Click on the hypertext link in the Edit User column for the User you
want to manage. The Modify/View User screen appears.
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User Management- Modify ( iew User

| Felp |

User Name David Zhao

Haost Mame

Host Management Rights :

1921681173

Email Address :

Email Matification

[critical Events

[ contraller Event Natification

D Cantroller Unknown Errar
[Jconnection Event Hotification

l:‘ UltraTrak Connection Connected
[Ipisk Event Hotification

Disk Dawn

Disk Media Error

[[] Array Event Hotification

[ Aray Rebuild Start

Array Critical

[ array Synchronization Cormpleted
[ array Percent Completed

abci@abe.com

Creation Rights Deletion Right
[lanEvents

I:l UltraTrak Connection Lost

[oisk Plugged In
[“1Disk 5 MART, Failed

|:|Array Synchronization Start
[ Array Offline

[l Array Expand Corvert

[ Array Rebuild Aborted

Maintenance Rights

Motification Right

[JDisk Access Retry
[[] Disk ECC Errar

[ contraller Craate Array

[ array Rebuild Completed

[ contraller Delete Array

[ Array Synchronization Abarted

Array Synchronization Comparison Errar
Array Expansion Carversion Aborted
Array Rebuild Failed

Array Expansion Conversion Failed Array Synchranization Failed
[JEnclosure Event Hotification
Enclosure Unknown Error

Enclosure 12 Yolt Range

[CEnciasure Pawer Up
[“]Enclasure Fan Stop

Enclosure Power Down
Enclosure Over Temperature
Enclosure 5 Volt Range

Feeset

Figure 72. The Modify/View User Screen.

4. In the Modify/View User screen, specify the following User Rights:
Creation — Create, Expand and Convert arrays

Deletion — Delete arrays
Maintenance — Rebuild and synchronize arrays
Notification — Receive and display array events through email

You can also set these permissions from the Host User Rights
screen.

5. When you are done, click the Submit button. The User list appears
again. Your changes take effect immediately.

To restore the previous settings before you submit them, click the Reset
button.
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Setup Email Alert Notification

WebPAM can alert you to the problems and processes happening to
your RAID through email messages. You setup Email Notification for
each Machine (RAID PC) and each User individually. A Machine must
be created before you can setup Email Notification for it.

Note: You can also setup email alert notification during creation of user
alsowhen you create a new User.

These steps describe how to setup the email function.

1.
2.

Click the Administrator Tools 2 icon in Tree View.

Click the User Management Q icon. The User List appears (see
Figure 69, above).

Click on the link in the Edit User column for the User you want to
manage. The User Management screen appears (see Figure 70,
above).

Enter the email address if this user will receive email notifications.

Select the notification items this user should receive via email. To
select all the items in a category, click the checkbox in the category
header.

When you are done, click the Submit button. The User list appears
again. Your changes take effect immediately.

To restore the previous settings before you submit them, click the Reset
button.
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Array Management
Create an Array

You must have Creation Rights to perform this function.

1. Select a Controller or @ icon on which you want to create an

array.

Click on the Array View B icon. In the Management window, all
arrays belonging to this controller appear.

192.168.1.173

[ Folp_|

Create Array || Delete Array

Mo Array Found.

Figure 73. Management Window With Array View Selected.

3. Click on Create Array tab in the Management window (above). The
Create Array window appears.

192.168.1.173 - Create Array

Array Mame Arryl
RAID Level RAIDG b
Block Size 64 kb b

Gigabyte
BT Enabled v

Initizlize Array

Free Disks Used Disks

CHE: 35266 MB CH3: 39266 MB
CH4: 39266 MB CHZ: 39266 MB
Disks CH1: 39266 MB

Figure 74. The Create Array Window.
4. Type in an Array name, select RAID level and Block Size, enable or
disable Gigabyte Boundary, check or uncheck Initialize Array.

See Appendix A of this manual for information on RAID Levels, the
required number of Disk Drives and RAID controller capabilities.
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Notes

- The available RAID selection depends on which
Promise product you have and the number of disk
drives available.

« The default Block size is 64KB.

« Promise recommends checking Initialize Array.

5. Select the Free Disks you want to use and click the >> button or
double-click on the disks to move them to the Used Disks field.

6. Click the Submit button when you are finished. A popup message
appears indicating the array was created (below).

wicrosoft Internet Explorer EJ

1] Create anew array Arryl,
ey

Figure 75. Array created message.

The Event Window will show the new Array. If you checked the Initialize
Array box, the Array Status will display the process of initialization.

192.168.1.173

Create Array Delete Array

Array Name Array Status RAID Mode Array Size

Ayl Functional RAIDS (Parity Distributed) 37252GB

Figure 76. The New Array in the Management Window.

7. After Array Status shows Functional:

« If you are running a SuperTrak, reboot your computer.

- If you are running an UltraTrak, no rebooting is necessary.
Your new RAID array must be partitioned and formatted by the RAID

PC’s operating system before use. Use the same method of partitioning
and formatting on an array as you would any other fixed disk.
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Array Critical Status

When WebPAM detects a fault in the Array, Enclosure or any other
component, it signals with a warning @ icon over the affected
components in Tree View (below).

The Promise RAID Controller will also detect the fault and sound an
audible alarm.

1] 192.168.1.173

BF UltraTrak RManno_o
' Disk Wiew

CHIMaxtar 9136004 Synchronze Array

CHZ:SAMSUNG SW2042H

B cHaisamsunG svzoaz

Convert Array || Expand Array || Synchronization Schedule || Rebuild Array

3 Array Information

.@ ey Wi Array Mame Arrydl
& byt RAID Mads RAIDS (Parity Distributed)
SAMSUNG SUVZ042H Black Size G4 KB
SIS STErTE] Array Size 37 252 GB (3146 ME)
A Enclosure view "
I ey ries

Figure 77. Array Critical Status.

When this condition appears, click on each component to discover the
faulty one below it. The last component is the source of the fault.

In the example above, a disk drive has failed. As a result, the RAID has
lost its redundancy, although it will still read and write data.

When a disk drive fails, it disappears from the WebPAM interface. You
can identify the failed drive under Disk View, noting that there is no drive
showing for Channel 4. The drive in Channel 4 is the failed drive in this
example.

Microsoft Internet Explorer

1 Automatic rebuild begun by Engine on Array Arryl,
LY

Figure 78. Automatic Rebuild started.

The Promise RAID controller will automatically attempt to repair the
array by rebuilding the failed disk drive (above).

Important

If the same disk drive repeatedly fails and makes the array
go critical, replace the disk drive with one of the same
capacity.
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<=

B UitraTrak RMa0D0_0
'a Disk Wiew
B cH1:Maxtor 9138004
CH2:SAMSUNG SYZ04zH
B cHa:zaMsUNG swzoazH
{ cHa:samMsUNG sweDazH
+BB Array View
é Arryl
B samsunG svzoazd
SAMSUNG SUZ042H
@ samsuNG svzoazH
8 Enclosure View

192.168.1.173

| Help |

Convert Array || Expand Array || Synchronization Schedule

Synchronize Array

Rebuild Array

© Array Information

Array Mame Lrryl

RAID Mode RAIDS (Parity Distributed)
Block Size B4 KB

Array Size 37.252 GB (35146 MB)
Array Status Rebuilding 51%

Figure 79. Array Rebuilding.

During rebuilding (above), you can still read and write data to the array.
However, fault tolerance is lost until the array is restored to Functional

status.
Rebuild Array

When a disk fails and you have replaced it with a new one, you must
rebuild the Array to restore data redundancy. Normally, the rebuild
process begins automatically. You can also perform a rebuild manually.

You must have Maintenance Rights to perform this function.

Follow these steps to rebuild your Array:

1. In Tree View, click the B icon of the Array you want to rebuild.

192.168.1.173

| Folp_|

Canvert Array

Synchronize Array

Expand Array

Synchronzation Schedule || Rebuild Array

& Array Information

Array MNatne
RAID Macle:
Block Size
Array Size
Array Status

Ayl

RAIDS (Parity Distributec)
B4 KB

37252 GB (39146 MB)

Functional

Figure 80. Array Management Screen.
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2. In the Management Window, click on Rebuild Array. The Rebuild
Array screen appears.

192.168.1.173 - Rebuild Array

Disk Mame

3.CHZ 19595 MB
2. CH2 19535 MB

3.CH3 19585 MB L
4. CH4: 19585 MB Rese

Figure 81. Rebuild Array Screen.

3. In the Disk Name dropdown menu, select the replacement disk drive
by its Channel number.

4. Click the Submit button when you are done. The Array Management
function screen returns and the Array begins rebuilding.

Watch the Event Frame for progress.

Expand Array

If you have an UltraTrak, you have the option of expanding your array.
To expand an Array means adding disk drives to an existing Array
without losing any data.

You must have Creation Rights to perform this function.

See Appendix A of this manual for information on RAID Levels, the
required number of Disk Drives and RAID controller capabilities.

To expand an Array:

1. In Tree View, click the B icon of the Array you want to expand.

192.168.1.173

| Folp_|

Synchronize Array

ConvertArray || Expand Array || Synchronzation Schedule || Rebuild Array

& Array Information

Array MNatne
RAID Macle:
Block Size

Array Size

Array Status

Ayl

RAIDS (Parity Distributec)
B4 KB

37252 GB (39146 MB)

Functional

Figure 82. Array Management Screen.

2. In the Management Window, click on Expand Array. The Expand
Array screen appears.
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192.168.1.75 - Expand Array
Array Name PTI-RAIDS0 ¥P
Block Size B4 KB
RAID Level RAIDS0 (Raid Mode 500
Free Disks Used Disks
CH15: 39266 ME CH3: 1023 WB A
CH14: 39266 MB CH7: 28629 MB
Disk CH13: 39266 MB CHE: 39083 MB
1S CH12: 39266 WB CH: 9802 MB
CH3: 9802 ME CH4: 28629 MB

CH3: 156334 ME
CH2: 28629 MB +

Submit | Reset

Figure 83. Expand Array Screen.

3. Select the available disk drives you want to add from the Free Disks
list. Click the >> button to move them to the Used Disks list.

4. Click the Submit button when you are done. The Array Management
function screen returns and the Array begins the expanding process.

Watch the Event Window for progress.
Convert Array

If you have an UltraTrak RAID, you have the option of converting your
Array. To convert an Array means to change the RAID Level of an
existing Array without losing any data.

You can also add disk drives to the Array during the Conversion
process.

You must have Creation Rights to perform this function.

See Appendix A of this manual for information on RAID Levels, the
required number of Disk Drives and RAID controller capabilities.

To convert an Array:

1. In Tree View, click the B icon of the Array you want to convert.
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192.168.1.173

Convert Array || Expand Array || Synchrongation Schedule || Rebuild Array
Synchronize Array

i3 Array Information

Array Name Arryl

RAID Mace: RAIDS (Parity Distribwtecd)
Block Size B4 KB

Array Size 37.252 GB (35146 MB)
Array Status Funictional

Figure 84. Array Management Screen.

2. In the Management Window, click on Convert Array. The Convert
Array screen appears.

192.168.1.75 - Convert Array
Array Mame PTI-RAIDS0 XP
RAID Level 0 (Stripe) 3
Block Size 64 KB
Free Disks Used Disks
CH15: 35266 MB CHE: 1023 MB A
CH14: 35266 MB CH7: 28629 MB
Disks CH13: 35266 MB CHE: 39083 ME
CH12: 38266 MB (CHE: 3302 MB
CH2: 9602 MB CH4: 28629 ME
CH3: 156334 ME
CH2: 28629 MB »

 Sini | =

Figure 85. Convert Array Screen.

3. Select the new RAID Level from the dropdown menu.

4. Select any available disk drives you want to add from the Free Disks
list. Click the >> button or double-click on the disks to move them to
the Used Disks list.

5. Click the Submit button when you are done. The Array Management
function screen returns and the Array begins the expanding process.

Watch the Event Window for progress.
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Synchronize Array

Promise uses the term synchronization to mean an automated process
of checking and correcting data and parity. It applies to RAIDs 1, 3, 5,
0+1, 30 and 50. The array is still accessible during synchronization but it
will respond more slowly.

You must have Maintenance Rights to perform this function.

1. In Tree View, click the B icon of the Array you want to synchronize.

192.168.1.173

| Folp_|

Synchronize Array

ConvertArray || Expand Array || Synchronzation Schedule || Rebuild Array

& Array Information

Array MNatne
RAID Macle:
Block Size

Array Size

Array Status

Ayl

RAIDS (Parity Distributec)
B4 KB

37252 GB (39146 MB)

Functional

Figure 86. Array Management Screen.

2. In the Management Window, click Synchronize Array. The Array
begins immediately, unless another process prevents it.

To verify synchronization, check the Host Event Log.

Notes

Depending on the number and capacity of your disk
drives, synchronization can take many hours.

It may be to your advantage to perform synchronization
during light traffic hours, using WebPAM’s automatic
synchronization feature.

See Synchronization Schedule below.

Synchronization Schedule

You can schedule synchronization to take place automatically at dates
and times when the array is the least busy. You must have Maintenance
Rights to perform this function

1. In the Array Management screen, click Synchronization Schedule.
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192.168.1.173 - ify Array Synchronizatis
O Dizable Arvay Synchronization Scheduls
) By Minute Every i
(range 3010 59 min.)
o By Hrs
Hour E¥ery  |vange 110 23 Hrs)
) By day start At
® By week startat | 2 100 |every |Saturday v
) By Marth start At . onthe |1st |

Figure 87. Synchronization Schedule Screen.

2. In the Synchronization Schedule screen, specify the following:

By the minute — Specify how many minutes

By the hour — Specify how many hours

By the day — Specify the hour of the day

By the week — Specify the day of the week and hour of day
By the month — Specify the day of the month and hour of day

Disable Array Synchronization Schedule — No automatic
synchronization

When inputting the time of day, use 1 to 23 in the Hrs. field and 30
to 59 in the Min. field. To set noon, input 12 hr and 0 min. To set
6:30 pm, input 18 hr and 30 min.

3. When you are done, click the Submit button. The Array
Management screen appears again. Your changes take effect
immediately.

To restore the previous settings before you submit them, click the Reset

button.

To verify that automatic Synchronization is taking place, check the Event

Log.

If you select Disable Array Synchronization Schedule, you can still
synchronize the array manually. See Synchronize Array, earlier in this
chapter.
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Array Functions
This feature pertains to SuperTrak only.
1. In Tree View, click on the B icon of the Array you want to rebuild.
192.168.1.173

Array Funclions Synchronization Schedule || Rebuild Array Sy¥nchronize Array

& Array Information

Array Mame Arry2

RAID Mode RAIDO (Striping)

Block Size 64 KB

Array Size 13.045 GB (13358 MB)
Array Status Functional

Figure 88. Array Management Screen.

2. Inthe Management screen, click on Array Functions. The Array
Function screen appears.

192.168.1.173 - View/Change Array Functions

Wit Cache Paolicy Sefting Enable Write Back

Butfer Setting Enable Sequential Random Access Detection

Figure 89. SuperTrak Array Function Screen.
There are two functions on the Array Function screen:

Enable Write Back — Check the box to enable the Write Back Cache.
The Write Back Cache stores data momentarily before it is written to the
hard disk. The action speeds up disk write performance but adds a risk
of lost data in the event of a power failure.

Enable Sequential Random Access Detection — Check the box to
enable the Sequential Random Access Detection. When this option is
activated, the cache is free to use either sequential or random
Read/Write, which speeds up performance.

3. Make your selections and click Submit. The screen will confirm your

changes.
192.168.1.173
Invoked Method Result
Set CacheltiteBackPolicy Completed
Set SequentialRancdomAccessDetection Completed

Figure 90. Function Verification Screen.
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If you changed the Enable Write Back function, you must restart the Host

(RAID PC).
Delete an Array

You must have Deletion Rights to perform this action.

1. Click on the Array View B icon. In the Management window, all
arrays belonging to this controller appear.

192.168.1.173

| Help_|

( Create Array ” Delete Array ]

Array Mame
Arryd
Arry2

Array Status
Functional

Functional

RAID Modle
RAIDS (Parity Distributed)
RAIDD ( Striping)

Array Size
37.2826GB
12106 GB

Figure 91. Array View Management Window.

2. Click on Delete Array in the Management window (above). The
Delete Array window appears (below).

192.168.1.173 - Delete Array

[ Holp_|

Array Mame

Arry2 N

Figure 92. Delete Array Window.

3. Inthe Array Name dropdown menu, select the Array you want to
delete.

4. Click the Submit button when you are done. A verification message
appears (below).

Microsoft Internet Explorer, EI

‘.:J/ Are you sure vou want ko delete Array?

-

I ok | [ Cancel

Figure 93. Delete Array Verification.

Click OK to confirm array deletion. The Array View Management
Window reappears without the array you just deleted.
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Controller Management

The Controller represents the Promise RAID product. In Tree View, the
Controller is identified by product name, such as UltraTrak in the
example below.

v 2
gUser Management
Q Host Management
§Uti|ity Configuration
vs
UltraTrak RM4000_0 #
B Disk view
'@ Array View
v Enclosure View
@ SuperTrak «
Bl Disk view
’@ Array WView
é Enclosure Wiew

Figure 94. Controllers in Tree View.

Each Controller is composed of:

B Disk View— Shows all hard drives, assigned or not

B Array View— Shows all arrays for this Controller

4 Enclosure View— Monitors status of external RAID enclosures

The Array View is covered in the previous Array Management section.

192.168.1.173 192.168.1.173
Controller Functions Controller Functions

O Software Information 0 Controller Information

P Version 11015 Statuz Functional

O Hardware Information (Elein=) o= [

Processar Intel 1960 Rh

Memory Size 128 M8

Memory Type SDRAM

IDE Channel Count 4

Figure 95. Controller Management Screens: UltraTrak (left),
SuperTrak (right).

The Controller Management screen displays software and hardware
information for your RAID system. This information may be useful for
troubleshooting, should the need arise.
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Additional Controller settings are possible. Click the Controller Functions
button, see above. The Controller Configuration screen appears.

192.168.1.173 - ViewiChange Controller Information
Gigahyte Boundary oM

Initislize Arrsy QM

Buzzer Status

Rebuild Setting High Rebuild Priority

[ Ensble S M.A.R.T. Check
Disk Parameters

Enable Hard Disk's Wit Cache

Enahle Wiite Back
Cache Setting

Automatic Flush Frequency |2 ¥ |secs

Figure 96. UltraTrak Controller Configuration Screen.

192.168.1.173 - View/Change Controller Information
Gigabyte Boundary On

Intialize Array N

Buzzer Status

Febuild Setting High Rebuild Priority

[ Enable 5 M4 R.T. Check
Disk Parameters

Enahle Hard Disk's Write Cache

Cache Sefting Automatic Flush Frequency |10 % | seos

Figure 97. SuperTrak Controller Screen.
Controller configuration includes these functions:

Buzzer Status — Check the box to enable the buzzer. The buzzer
provides an audible alarm when the Array requires attention or a
management operation is in progress.

Rebuild Setting — Check the box for high priority, uncheck for low.
High priority allocates more resources to rebuilding in the background,
resulting in faster rebuilds but slower read/write operations. Low priority
results in slower rebuilds but faster read/write operations.

Enable S.M.A.R.T. Check — Check the box to enable the Self-
Monitoring Analysis and Reporting Technology (SMART) function. The

Controller will check the status of the hard disk drives and report any
problems.

Enable Hard Disks’ Write Cache — Check the box to enable the Write
Cache on each hard disk drive. The Write Cache records data at the
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same time as the hard disk. If the same data is needed right away, it is
sent from the cache, speeding up read performance.

Enable Write Back — Check the box to enable the Write Back Cache.
The Write Back Cache stores data momentarily before it is written to the
hard disk. The action speeds up disk write performance but adds a risk
of lost data in the event of a power failure. Applies to UltraTrak only.

Automatic Flush Frequency — Specify the frequency of Cache flushes
from 0 to 59 seconds.

Click the Submit button to save your settings. A confirmation window
appears.

192.168.1.173

Invoked Method Result

Set Buzzer Status Completed
Set RebuildPriorty Completed
Set SmartCheckEnakle Completed

Set HardDiskWrteCache Cotnpleted

Figure 98. This window confirms changes made to the Controller
settings.

For a change of Disk Cache setting on an UltraTrak, the following
message appears:

Do youwant to reboot UltraTrak

Yes | [{0a] |

Click Yes to restart the UltraTrak automatically.

For a change of Disk Cache setting on a SuperTrak, the following
message appears:

wicrosoft Internet Explorer

1] WWrite Cache operation requires rebooting of the whole system,
ey

Click OK to close the message. You must manually restart the Host
(RAID PC) computer.
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Set / Release Lock

Accessing an array to read or write data during maintenance or
conversion causes the operation to take longer and yields decreased
read/write performance until the operation is finished.

For array installations with multiple users on a network, you may
experience unintended interference by other users. To prevent the
interference, the Controller has a locking mechanism you can engage
for operations such as rebuilding, conversion, expansion, manual
synchronization and changing a disk drive.

You must have Maintenance Rights to use this function.

1. Click on the Controller or @ icon in Tree View. The Controller
Management screens appear.

192.168.1.173 192.168.1.173
Controller Functions Controller Functions

O Software Information 0 Controller Information

P Version 11015 Statuz Functional

O Hardware Information (Elein=) o= [

Processar Intel 1960 Rh
Memory Size 128 M8
Memory Type SDRAM

IDE Channel Count 4

Figure 99. Controller Management Screens: UltraTrak (left),
SuperTrak (right).
2. In the Management Window, click on the Set Lock button (above).
3. Perform your maintenance as planned.
4. Click on the Release Lock button to resume normal operation.
Note

In the event that a User has left a Controller locked, the
Administrator can unlock all Controllers on the network by
clicking the Release All Locks button.
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Disk View

The Disk View represents all the disk drives available to the Controller,
whether or not they are assigned to an Array. By way of contrast, an
Array View shows only the disk drives assigned to it. Click on the Disk
view [ icon to see the Disk View Management Window (below).

192.168.1.173 B
Channel Mumber Dizk dodel Disk Size Disk Status
1 haxtar 9136004 12678 GB Functional
SAMSUNG S2042H 18.009 GB Functional
3 SAMSUNG SW2042H 19.009 GB Functional
4 SAMSUNG S2042H 18.009 GB Functional

Figure 100. The Disk View Management Window.

The Disk View Management Window provides a quick view of disk drive
model, size and status. Any problems are reported as shown below:

vl 192.168.1.173
E® UitraTrak RManno_o
’a Disk View Channel Mumber  Disk bodel Disk Size Dizk Status
CHZ:SAMSUNG SV2042H 2 SAMSUNG SW2042H 19.009 GB Functional
?‘. CH3:SAMSUNG SW2042H 3 SAMSUNG Sw2042H 19.009 GB Disk iz being rebuit
m CH4:SAMSUNG SW2042H 4 SAMSUNG SW2042H 19.009 GB Functional

’@ Array View
»é @ Enclosure Wiew

Figure 101. Disk Drive Problems.

In the example above, the warning & icons direct your attention to a
disk drive being rebuilt after a failure.

Less obvious is the fact that there is no disk drive reported in Channel 1.
If there is no drive installed on that Channel, this appearance is normal.
However, if a drive was installed on a Channel but that Channel does
not appear in Disk View, it means the drive either failed or was removed.

192.168.1.173

& Disk Information

Dizk hodel hlator 9136004

Dizk Status Functional

Disk Size 12,678 GB (12982 MB)
Mode Sefting DMA4

Azsignment Disk Free

Channel Mumber 1

SMART. Status hlot &vailable

Figure 102. Disk Drive Information.
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Click on a Disk [ icon to see information about an individual Disk Drive.
The information includes:

« Disk Model — Manufacturer and model of the Disk Drive

- Disk Status — Functional or Rebuilding

« Disk size — Disk capacity in GB and MB

+  Mode setting — UDMA level on which the drive is operating

- Assignment — Assigned to an array or unassigned

«  Channel number — Controller channel on which the drive is
operating

+  SMART status — Indicates whether the drive’s SMART feature is
available and/or working

This information can be helpful in troubleshooting and ensuring your
RAID is functioning at its optimum level.
Enclosure View

The Enclosure View consists of all enclosures under one Controller.
Typically there is just one Enclosure per controller but multiple
Enclosures are possible.

VB 192.168.1.173

& uitraTrak Rmanno_o
{8 Disk view
’5 Array View
+¢@ Enclosure View
4 Enclosurel

Mame Status Enclosure Type
Encloguret Functional UttraTrak Rh4000

Figure 103. Enclosure View.

Click on the Enclosure View £ icon in Tree View to list all Enclosures
under this Controller in the Management Window. The window shows:
« Enclosure name

- Status

«  Enclosure type (Promise product name)

Click on the Enclosure icon 4 in Tree View to see details about a
specific Enclosure.
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1+ 192.168.1.173 [

P UltraTrak RM4000_0
' Disk Wiew

0 Enclosure Information

VBB Array View Ay
8 Enclosure Wiew Enclosure Type UttraTrak RM4000
4 Enclosurel %

Fart - 5515 rom

Fan Speed (rpm) Fan2 - 5278 rpm r
(normal range==2000 rpm) Fana - 5335 rpm
Fan4 - 5394 rpm

TR TS.2°F 1240°C
(nun?nal range ==52%C) (Eointlratis

= TEEF §260°C
Parvver Status 124
(11 4 We=normal range==12.96 1226 E_I__ - -‘:
) [—]
Power Status 5V %] _‘—
{475 Y==normal range==5.25 vy T4V | o

Figure 104. Enclosure Window.

The Enclosure Window displays:

Enclosure Type — Lists the model of

enclosure, in this case an UltraTrak RM4000. ﬁ 4

Fan Speeds — Each drive in the enclosure has r r

a cooling fan. Above 2,000 rpm is normal ~§"
speed. When a fan turns slowly or stops, it
requires attention.

OK Problem
Temperature — 30°C (86°F) is normal. Each

sensor displays a reading. If the temperature

climbs above 52°C (124°F), it may be due to a

broken fan or blocked cooling passages and oK

requires attention.

Power Status — Shows the voltages of the 12-
and 5-volt circuits inside the enclosure. If these = —

voltages are above or below specification, there
may be a problem with the power supply. OK

— e ‘_
Problem
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RAID (Redundant Array of Independent Disks) allows multiple hard drives to be
combined together to form one large logical drive or “array.” As far as the
operating system is concerned, the array represents a single storage device, and
treats it as such. The RAID software and/or controller handle all of the individual
drives on its own. The benefits of a RAID can include: higher data transfer rates
for increased server performance, increased overall storage capacity for a single
drive designation (such as, C, D, E, etc.), data redundancy/fault tolerance for
ensuring continuous system operation in the event of a hard drive failure.
Different types of arrays use different organizational models and have varying
benefits. The following outline breaks down the properties for each type of RAID
array:

RAID 0 - Striping

When a disk array is striped, the read and write blocks of data are interleaved
between the sectors of multiple drives. Performance is increased, since the
workload is balanced between drives (or “members”) that form the array.
Identical drives are recommended for performance as well as data storage
efficiency. The disk array’s data capacity is equal to the number of drive
members multiplied by the smallest array member's capacity.

< Data
Stripe

Disk Drives

Figure 105. RAID 0 Striping Interleaves Data Across Multiple Drives

For example, one 100GB and three 120GB drives will form a 400GB (4 x 100GB)
disk array instead of 460 GB. The stripe block size value can be set logically from
4KB, 8KB, 16KB, 32KB, and 64KB. This selection will directly affect performance.
Larger block sizes are better for random disk access (like email, POS, or web
servers), while smaller sizes are better for sequential access.
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RAID 1 - Mirroring

When a disk array is mirrored, identical data is written to a pair of drives, while
reads are performed in parallel. The reads are performed using elevator seek and
load balancing techniques where the workload is distributed in the most efficient
manner. Whichever drive is not busy and is positioned closer to the data will be
accessed first.

With RAID 1, if one drive fails or has errors, the other mirrored drive continues to
function. This is called Fault Tolerance. Moreover, if a spare drive is present, the
spare drive will be used as the replacement drive and data will begin to be
mirrored to it from the remaining good drive.

Data Mirror

Disk Drives

Figure 106. RAID 1 Mirrors Identical Data to Two Drives

Due to the data redundancy of mirroring, the drive capacity of the array is only
the size of the smallest drive. For example, two 100GB drives which have a
combined capacity of 200GB instead would have 100GB of usable storage when
set up in a mirrored array. Similar to RAID O striping, if drives of different
capacities are used, there will also be unused capacity on the larger drive.

RAID 0+1 - Striping / Mirroring

Striping/mirroring combines both of the previous array types. It can increase
performance by reading and writing data in parallel while protecting data with
duplication. At least four drives are needed for RAID 0+1 to be installed. With a
four-drive disk array, drive pairs are striped together with one pair mirroring the
first pair.

80



Appendix A: RAID

Data Stripe

| Data
Mirror

Disk Drives

Figure 107. RAID 0+1 Striping and Mirroring of Two Drive Pairs

The data capacity is similar to a standard mirroring array, with half of the total
storage capacity dedicated for redundancy. An added plus for using RAID 0+1 is
that, in many situations, such an array offers double fault tolerance. Double fault
tolerance may allow your data array to continue to operate depending on which
two drives fail.

RAID 3 - Block Striping with Parity Drive

RAID level 3 organizes data across the physical drives of the array, and stores
parity information on to a drive dedicated to this purpose. This organization
allows increased performance by accessing multiple drives simultaneously for
each operation, as well as fault tolerance by providing parity data. In the event of
a hard drive failure, data can be re-calculated by the RAID system based on the
remaining drive data and the parity information.

The adjustable block size of the RAID 3 array allows for performance tuning
based on the typical I/0 request sizes for your system. The block size must be
set at the time it is created and cannot be adjusted dynamically. Generally, RAID
Level 3 tends to exhibit lower random write performance due to the heavy
workload going to the dedicated parity drive for parity recalculation for each I/O.
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Data Stripes

1 parity

| 1b |
2c 2 parity
[ 3c_ 3 parity
4c | 4 parity

Data Drives Parity Drive

4b

Figure 108. RAID 3 Stripes Data and adds a dedicated Parity Drive

The capacity of a RAID 3 array is the smallest drive size multiplied by the number
of drives less one. Hence, a RAID 3 array with (4) 100 GB hard drives will have a
capacity of 300GB. An array with (2) 120GB hard drives and (1) 100GB hard
drive will have a capacity of 200GB.

RAID 5 - Block and Parity Striping

RAID 5 is similar to RAID 3 as described above except that the parity
data is distributed across the physical drives along with the data blocks.
In each case, the parity data is stored on a different disk than its
corresponding data block.

RAID 5 makes efficient use of hard drives and is the most versatile
RAID Level. It works well for file, database, application and web servers.

a parity|
| 40 |
K3
| 4d |

Distributed Parity

Data
Blocks m m
[ 1b |  2b_
L 1c | c parity|
d parity [ 2d |

Disk Drives

Figure 109. RAID 5 Stripes all Drives with Data and Parity
Information
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The capacity of a RAID 5 array is the smallest drive size multiplied by
the number of drives, less one. Hence, a RAID 5 array with four 100 GB
hard drives will have a capacity of 300 GB. An array with two 120 GB
hard drives and one 100 GB hard drive will have a capacity of 200 GB.

RAID 30 - Striping of Dedicated Parity Arrays

RAID 30 combines both RAID 3 and RAID 0 features. Data is striped across
disks as in RAID 0, and it uses dedicated parity as in RAID 3. RAID 30 provides
data reliability, good overall performance and supports larger volume sizes. RAID
30 also provides high reliability because data is still available even if two physical
disk drives fail (one in each array). RAID 30 requires a minimum of six disk
drives.

Data
Stripe ™|

Data Drives Parity Drives

Figure 110. RAID 30 Striping of Dedicated Parity Arrays

RAID 50 - Striping of Distributed Parity Arrays

RAID 50 combines both RAID 5 and RAID 0 features. Data is striped across
disks as in RAID 0, and it uses distributed parity as in RAID 5. RAID 50 provides
data reliability, good overall performance and supports larger volume sizes. RAID
50 also provides high reliability because data is still available even if two physical
disk drives fail (one in each array). RAID 50 requires a minimum of six disk
drives.
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Distributed Parity

R 1a | | 3a_

| 1b_ b parity|

Data  parity ge
Stripe ™|

— N s

[ 2b | b parity

Weparity/ G ac

Disk Drives

Figure 111. RAID 50 Striping of Distributed Parity Arrays

JBOD - Single Drive

An alternative to RAID, Just a Bunch of Disks (JBOD) capacity is equal to the
sum of all drives in the group, even if the drives are of different sizes. JBOD
appears in the User Interface as one or more individual drives. There are no
performance or fault tolerance features. When a disk fails, all data on the disk is
lost. Other disks are unaffected.

4

Disk Drive

Figure 112. JBOD manages drives Individually, unlike RAID
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Supported RAID Levels

Tvoe Name Min. No. Promise
yp of drives Product
JBOD Single Drive 1
RAID 0 Striping 2 :;‘(Féeggaki
RAID 1 errorlng. . . . 2 SX6000
RAID 3 E)Ir(i)\(/:cla( Striping with Parity 3
UltraTrak:

RAID 5 Block and Parity Striping 3 All models
RAID 0+1 Striping / Mirroring 4
RAID 30 | Striping of Dedicated 6 UltraTrak:

Parity Arrays

Strip]  DisTibuied SX/RM8000

riping of Distribute

RAID 50 Parity Arrays 6 RM15000

Table 2. RAID Levels for Promise Products.

Number of Disk Drives

RAID Number of Hard Drives
Configuration Minimum Maximum
JBOD (Single Drive) 1 15
RAID 0 2 15
RAID 1 2 2
RAID 3 3 15
RAID 5 3 15
RAID 0+1 4 14
RAID 30 6 15
RAID 50 6 15

Table 3. Minimum and maximum drive numbers of RAID Levels on
Promise products.
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RAID Level Conversion

Existing arrays can be converted to a different RAID level of equal or greater
capacity to add flexibility, redundancy or for tuning an array for a different
storage application.

From To Comments
RAID 5 Some reduction in performance, lower disk
overhead.
RAID 3 Some reduction in performance, lower disk
RAID 50 overhead.
RAID 30 | RAID Full redundancy instead of parity. 8 drives
0+1 required.

Increases capacity and performance but loses
data redundancy.

RAID 50 | Increases performance. 6, 8, 10, 12 or 14
RAID 30 | drives required.

RAID 0

Retains the same capacity but allows parity to

RAID 3 be written to only one drive.
RAID 5
RAID Full redundancy instead of parity. 4, 6, 8, 10,
0+1 12 or 14 drives required.
Increases the capacity and performance but
RAID 0
loses the data redundancy.
RAID 50 | Increases performance. 6, 8, 10, 12 or 14
RAID 30 | drives required.
RAID 5 Reta[ns the same capacity but stripes parity on
all drives
RAID 3
RAID Full redundancy instead of parity. 4, 6, 8, 10,
0+1 12 or 14 drives required.
RAID 0 Increases the capacity and performance but

loses the data redundancy.

Continued on next page
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RAID Level Conversion, continued

From To Comments
RAID 50 | Increases performance. 6, 8, 10, 12 or 14
RAID 30 | drives required.
RAID 5 Adds performance, capacity and redundancy. 3
or more drives required.
RAD1 | RAIDS3
RAID Adds performance and capacity. 4, 6, 8, 10, 12
0+1 or 14 drives required.
Increases capacity and performance but loses
RAID 0
data redundancy.
RAID 50 | Increases performance. 6, 8, 10, 12 or 14
RAID 30 | drives required.
RAID 0 RAID 5 Adds performance, capacity and redundancy. 3
RAID 3 or more drives required.
RAID Full redundancy instead of parity. 4, 6, 8, 10,
0+1 12 or 14 drives required.

Table 4. Possible RAID Level Conversions.

Important

* The Target array may require more disk drives than the
Source array.

* If the Target array requires an even number of disk drives but
the Source array has an odd number, add a disk drive as part
of the conversion process.

* You cannot reduce the number of disk drives in your array,
even if the Target array requires fewer disk drives than the
Source array.
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IP Address

In order for WebPAM to be configured, you must know the IP (network)
address or Hostname of every Host (RAID PC). The Utility Server uses
IP addresses to communicate with the Agents on the Hosts (RAID PCs)
and the Browsers on the network PCs.

To find the IP address, go to Start > Programs > Accessories >
Command Prompt. Type in: ipconfig /all and press Enter.

C:~\Documents and Settings>Daniel>ipconfig ~all

Windows IP Gonfiguration

Host Name : dannel
Primary Dns Suffix H

Node Type

IP Routing Enabled

WINS Proxy Enabled

Ethernet adapter Local Area Connection:

Connection—specific DNS Suffix

Description

Physical Address. . . . . . .

Dhep Enabled

Autoconfiguration Enabled . .

IP Address. . . . - . . . . .

Subnet Mask

Default Gateway

DHCP Server

DNE Servers R R
Primary WINS Server . 1.
Lease Obtained : Priday. February 21. 2883 3:38:15 PM

Lease Expires . . . . . . . . . . * Sunday. February 23, 2883 3:38:15 PM

C:xDocuments and Settings:Daniel>

Figure 113. Use the Command Prompt to find your PC’s IP address.

In the example above, observe that:

« TheIP address is 192.168.1.173

« DHCP is Enabled

« The Hostname is dannel

Locate and record the IP addresses of all PCs and Servers on your

network that will work with PAM. This document will help you recall
individual PCs when it is time to specify their connections.

Also in the example above, note that DHCP is Enabled, meaning that
the DHCP server assigned the IP Address. This may affect the login
procedure as described in DHCP Issues, below.
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DHCP Issues

DHCP stands for Dynamic Host Configuration Protocol and refers to
software that allows a file server to assign IP addresses to computers on
the network. DHCP is very helpful in reducing the number of IP address
a company or organization requires.

The DHCP server assigns an IP address to a computer as it logs onto
the network. The IP address will remain the same until the computer
logs off or disconnects for any reason, such as a power failure. When
the computer logs on again, it will receive a different IP address.
However, the computer's Hostname remains the same.

Because IP addresses are subject to change when a DHCP server is
involved, use either of these alternatives:

« Maintain the Host’s (RAID PC’s) network connection at all times.
« Use the Hosthame when creating a Machine in WebPAM.

If you used the IP Address for a Host (RAID PC) and a disconnection
happens for any reason, you must find the new IP address and enter
create a new Host (RAID PC) in your WebPAM browser. Instructions for
doing this appear under Host Management in Chapter 5.

Operating System Support

WebPAM is a utility designed to run on top of previously installed
Promise controller card or RAID products. Generally, if your Windows
PC runs the Promise card or RAID properly, it will run WebPAM also.
This release of WebPAM does not run on Linux.

Promise Technology recommends Windows NT 4.0, 2000 and XP
Professional to take full advantage of all the features of WebPAM.

Network Requirements

Since WebPAM is designed for network operation, be sure all the hosts
and servers are connected and running. Each of the PCs, RAIDs and
Servers must have a working network connection before you can
configure WebPAM.
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Java Requirements

WebPAM installs Java Runtime Environment (JRE) 1.4 on your system.
If you currently have JRE or Java Development Kit (JDK) versions 1.2.2,
1.3.0 or 1.4, WebPAM will use the existing JRE rather than installing a
second one. Where possible, install WebPAM first, then install your
JDK. Always install JRE first and then install WebPAM.

Security Warnings

Depending on whether you selected Internal and/or External Security
during WebPAM installation, and on whether you have your own
certificate, you may see either or both of the following security warning
messages:

Security Alert

rio “You are about o view pages over a secure conneclion,
3
Any infarmation pou exchange with this site cannot be
wigwed by anyone else on the "Web.

[ the future, da mat show this warring

This is a routine browser message indicating that you are opening a
secure connection. This is normal.

Security Alert El

Information you exchange with this site cannot be viewed or
i

changed by others. However, there is a problem with the site's
zecurity certificate.

& The security certificate was issued by a compaty pou have
not chosen ko trust. View the cerificate to determine whether
wyou want to trust the certifying authority.

o The zecuiity certificate date iz walid.

& The name on the security cerificate is invalid or does not
match the name of the site

Do you want to proceed?

[ Yes ] [ Mo [ [!\ew Certificate ]

This message appears because you are using Promise Technology's
default Certificate. It is completely safe to proceed under this Certificate.
If you have your own certificate, this alert message should not appear.
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Selected Definitions

While Promise WebPAM uses proven technologies, a few key terms
may be new to some users. Following are brief definitions of key terms
used in this manual.

CIMOM - CIMOM (Pronounced “SEE mom”) stands for Common
Information Model Object Management. Common Information Model
(CIM) is a protocol used to manage Internet-based storage. Object
Manager (OM) is server software that implements the CIM protocol.

Host — In network language, an end-user’s computer, when connected
to a network, is referred to as a Host. A Hostname consists of a PC’s
individual name and the domain to which it belongs.

In WebPAM, a Host is also called a “RAID PC”, because the Host is the
PC that manages the RAID.

WBEM - WBEM stands for Web-Based Enterprise Management. It is a
collection of Internet technologies used to manage systems and
networks throughout the enterprise. WBEM uses the CIM protocol as
the database for information about computer systems and network
devices.
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Why can’t | see my Machine/Host/RAID PC in
WebPAM?

Host not visible 'é
Host is visible —_H
' g

Figure 114. Hosts in WebPAM Tree View.

First-time use of WebPAM

O Verify that the PC with the Utility Server is running and connected to the
network.
O Verify that the RAID PC is running and connected to the network.

O Verify that the monitoring PC (where the browser is running) is
connected to the network.

O Verify the IP Address used to create the Host. It must match the IP
Address of the RAID PC managing the SuperTrak or UltraTrak.

O Verify the SCSI cable is firmly attached to the SCSI card in the RAID PC
and to the SCSI Input connector on the UltraTrak.

O If you are using a serial connection, verify that the null modem cable is
firmly attached to the Serial port on the RAID PC and the Serial port on
the UltraTrak.

O Verify that the UltraTrak is powered and running normally.

- (oY)
Array Functional 0o

30°C/86°F 4500RPM o s

® 0 ® @

Figure 115. UltraTrak Control Panel.

«  The LED Function lights should be green

The LCD display should say "Array Functional" or "No array is
defined"

Refer to your UltraTrak user manual for help in correcting any problems.
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O Verify the UltraTrak firmware and SCSI Base Management setting.

Grappler SCSI Ultra2/LVD Wide PCI Host Adapter BIOS v3.2T
Copyright (c) 2000 ConnectCom Solutions, Inc.

Press <Ctrl><A> to run AdvanceWare Utility
Grappler SCSI Ultra2/LVD Wide PCI Host Adapter Found At I/O Address 0xA000

ID #1: Promise 4 Disk RAIDS 1.10 - Drive 0x01
ID #2: Promise RAID Console 1.00
ID #7: Grappler SCSI Ultra2/LVD Wide PCI Host Adapter

Figure 116. Boot screen for SCSI Host Adapter.

During boot-up of the Host/RAID PC, observe the BIOS screen for the
SCSI Host Adapter's BIOS. Three SCSI IDs should appear:
- ID #1 is the actual Array on the UltraTrak

« |D #2 is the RAID Console driver, the interface that WebPAM
requires

- ID #7 is the SCSI Host Adapter

The ID numbers will vary depending on your UltraTrak SCSI settings. If
these three items appear, the UltraTrak Firmware is up-to-date and the

SCSI Base Management setting is correct. Skip the next two items. If all
three do not appear, proceed with the next item.

O Verify that the RAID Console driver has been installed. During boot-up
of the Host/RAID PC, RAID Console will appear as a SCSI ID in the
SCSI Host Adapter's BIOS (see above).

If it does not, install the RAID Console driver from the UltraTrak
Installation CD onto the Host/RAID PC.

O Verify the UltraTrak Firmware:

On the UltraTrak LCD display, press SEL to activate the screen.
On View Status, press SEL.

On View Controller Info, press SEL.

Press down arrow twice to display Firmware Rev.

Firmware Rev should be 1.1.0.13 or later.

Update the firmware if necessary.

o ok wh =
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O Verify the SCSI Base Management setting:

On the UltraTrak LCD display, press SEL to activate the screen.
2. Press the down arrow to Configuration and press SEL.

3. Press the down arrow twice to Configure SCSI and press SEL.
4. Press the down arrow twice to SCSI Base Mgt.

—_—

SCSI ID
*SCSI| Base Mgt. Enabled

Figure 117. UltraTrak SCSI Configuration Menu.

5. SCSI Base Mgt should be Enabled. If not, press SEL to toggle
between Disabled and Enabled.

6. Press Exit to accept then press SEL to save.

7. Press SEL again to restart the UltraTrak.

O Verify that your SCSI host adapter card and driver are properly installed
on the RAID PC.

1. Right-click on My Computer and select Manage from the popup
menu.

2. Select the Device Manager.
3. Check under SCSI and RAID Controllers.

g File  Action  Wiew ‘Window Help = J
& £}
I Computer Management {Local) = % DANMEL-DELL
= m System Tools ¢ Computer
+ Event Viewer e Disk drives

»_é Display adapters

s DWDJCD-ROM drives
=% Floppy disk controllers
-S4 Floppy disk drives

+ (=) IDE ATA/ATAPI cortrollers

e
=
B
5

+ Shared Folders
+ Lacal Users and Groups
+

+ Remaovable Storage +| & IEEE 1394 Bus host controllers
¢ Disk Defragmenter - keyboards
Disk Management -1y Mice and other pointing devices
+ & Services and Applications + é’ Monitars

+ - ) Metwork adapters
- Ports (COM &LPT)
= ¥ Processors

SCSI Host Adapter = @ 5CsI and RAID contrallers

. T— Orange Micro Ultra2 Wide SCSI Adapter
Promise RAID Controller —3m ¢ promise 531 Raid Controler

@), Sound, video and game controllers

+ System devices
= Universal Serial Bus controllers

Figure 118. Windows Device Manager.
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Two items should be present and working properly.
+  SCSI Host Adapter
«  Promise SCSI RAID Controller

4. If the SCSI Host Adapter does not appear, or appears but is not
working, remove and reinstall the SCSI Host Adapter and its driver.

If the Promise SCSI RAID Controller does not appear, or appears
but is not working, reinstall the driver from the UltraTrak CD.

O Verify that the CIMOM software was installed on the RAID PC. Go to
Windows Services and verify that the CIMOM Server and
PromiseCIMOM services are present and running.

*4 Services (Local)

CIMOM Server Name Descripkion Status Startup Type Log On As
%Autumatic Updates Enables th.,, Started Automatic Local System
Background Inteligen  Usesidlen... Manual

OM Server

Stap the service
Restart the service

Starked Automatic

Enables Cli... Manual

%COI\‘H Ewent Syskem  Supporks 5., Starked Manual Laocal System
%Pnnt Spoaler Loads files ...  Started Automatic Laocal System
%Pmm\se Repositary Started Automatic Local System
. PramiseCIMOM Automatic ocal Syste
%Prum\seRMIRegistry Started Automatic

%Protected Storage Provides p...  Starked Aukomatic Local System

Figure 119. CIMOM and PromiseCIMOM Services.

If they are not present, reinstall WebPAM. If they are present but not
running, start them.
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O Verify that the Utility Server was installed on a network PC or Server. On
the same PC or Server, go to Windows Services and verify that the
Tomcat service is present and running.

4 Services (Local)

Mame Description Status Startup Type Log On As
%Terminal Services Allows mult,.,  Started Manual Local System
%Themes Provides u...  Started Autamatic Lacal System

Tomcat

Srop the service
Restart the service

o) Autanmatic
%Umntsrrupt\hle Pow... Manages a... Manual Local System
%Umversal Plugand ... Providess... Manual Lacal Service

Figure 120. Tomcat Service.
If the Tomcat service is not present, reinstall the WebPAM Utility Server.
If the Tomcat service is present but not running, start it.

If the Tomcat service is present and running but connection still does not
work, there may be a port conflict.
1. Go to the WebPAM/Tomcat/conf folder and open the server.xml file.

2. Change the default port 8080 (no security) or 8443 (security),
whichever you are using, to a different number.

3. Use the new number when you type the Host IP address into your
browser.

O Verify that there is only one instance of the Utility Server installed on the
network.

If there is more than one Utility Server installed on the network. Uninstall
all instances of the Utility Server except for one.
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WebPAM worked before but now it doesn’t

a

Verify that the PC with the Utility Server is running and connected to the
network.

Verify that the RAID PC is running and connected to the network.

Verify that the monitoring PC (where the browser is running) is
connected to the network.

If the UltraTrak reboots, it will temporally disconnect. It will automatically
reconnect a few moments after booting is completed.

Verify the IP Address used to create the Host. It must match the IP
Address of the RAID PC managing the SuperTrak or UltraTrak. The IP
Address may have changed if the RAID PC was shut down.

Verify the SCSI cable is firmly attached to the SCSI card in the RAID PC
and to the SCSI Input connector on the UltraTrak.

If you are using a serial connection, verify that the null modem cable is
firmly attached to the Serial port on the RAID PC and the Serial port on
the UltraTrak.

Verify that the UltraTrak is powered and running normally.
« The LED Function lights should be green

- The LCD display should say "Array Functional" or "No array is
defined"

Refer to your UltraTrak user manual for help in correcting any problems.
On the RAID PC, go to Windows Services and verify that the CIMOM
Server and PromiseCIMOM services are present and running.

If they are not running, start them.

On the network PC or Server where the Utility Server was installed, go
to Windows Services and verify that the Tomcat service is present and
running.

If it is not running, start it.

Determine whether any WebPAM installations have taken place
elsewhere on the network and verify that there is only one Utility Server
on the network.
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